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SIGURNOSNE UPUTE

Molimo pazljivo procitajte sljedece sigurnosne upute kako biste izbjegli osobne ozljede i sprijecili
osteéenje opreme i ostalih priklju¢nih uredaja.

1. Izvori napajanja. Molimo koristite napajanje priloZeno ili naznaceno od strane proizvodaca
Nikada nemojte rukovati opremom pomocu neodredenog izvora napajanja.

2. Nikada ne gurajte bilo kakve predmete kroz otvore Network Video Recorder (NVR).

Nikada ne gurajte predmete bilo koje vrste kroz otvore NVR-a kako biste izbjegli strujni udar ili
druge nesrede.

3. Ne stavljajte opremu u prasnjavo polje.

Ne stavljajte opremu u prasnjavo polje.

4. Ne stavljajte opremu pod kisu ili vlazno okruzenje

Ne stavljajte opremu u vlazno okruzenje poput podruma. Ako je oprema u kontaktu s vodom,
odspojite kabel za napajanje i odmah se obratite lokalnom dobavljacu.

5. Odrzavajte povrsinu opreme ¢istom i suhom

Koristite meku vlaznu krpu za c¢iséenje vanjskog kuéista NVR-a (nemojte koristiti tekuc¢a aerosolna
sredstva za Ciséenje)

6. Nemojte raditi ako se utvrde problemi

Ako ima neobi¢nog mirisa ili zvuka, izvucite kabel za napajanje i kontaktirajte ovlastenog
prodavaca ili servisni centar.

7. Ne pokusavajte ukloniti gornji poklopac

Upozorenje: Ne uklanjajte poklopac NVR-a kako biste izbjegli elektri¢ni udar.

8. Pazljivo postupajte

Ako NVR ne radi normalno zbog udaranja o tvrdi predmet, kontaktirajte ovlastenog prodavaca
radi popravka ili zamjene.

9. Upotrijebite standardnu litijevu bateriju

Napomena: Koristite baterije prikljucene ili naznacene od proizvodaca. Nakon prekida napajanja,
ako sistemski sat ne moZe nastaviti raditi, zamijenite standardnu 3V litijsku bateriju na glavnoj
plodi.

Upozorenje: Iskljuite NVR prije zamjene baterija ili biste mogli pretrpjeti ozbiljan elektri¢ni udar.
Molimo pravilno odlozite iskoristene baterije.

10. Opremu stavite na mjesto s dobrom ventilacijom.

NVR sustav ukljucuje HDD koji tijekom rada proizvodi veliku koli¢inu topline. Kao rezultat toga,
nemojte blokirati ventilacijske otvore (s gornje, donje, obje strane i sa straznje strane) radi
hladenja sustava tijekom rada. Instalirajte ili stavite opremu na mjesto s dobrom ventilacijom.
11. PriloZeni adapter za napajanje moZze se koristiti samo za 1 set NVR-a.

Ne spajajte visSe opreme jer se NVR moZe ponovno pokrenuti zbog nedovoljne snage.

12. Sprijecite da oprema padne ili prska vodom.

Ne stavljajte na opremu predmete koji sadrZe vodu, poput vaze za cvijece.



Poglavlje 1 Pregled NVR-a

1.1 Prednja strana
NVR prednja strana, kako je prikazano na slici 1-1 do slike 1-7.

HDD NET POWER

Y, NETWORK VIDEO RECORDER

Figure 1-1 Front panel of M1 case

HDD NET POWER

NETWORK VIDEQ RECORDER

Figure 1-2 Front panel of N1 case
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Figure 1-3 Front panel of W1 case
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Table 1-1 Description of front panel

NETWORK VIDEO RECORDER
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Figure 1-4 Front panel of D1 case
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Figure 1-5 Front panel of D3 case
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Figure 1-7 Front panel of G3 case
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Table 1-2 Description of front panel

Note:
»  All above drawings are for reference only.




1.2 Straznja strana

NVR Rear Panel, as shown in figure 1-8 to figure 1-12.
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Figure 1-9 Rear panel of NX3 case
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Figure 1-10 Rear panel of WX1 case

Sucelje ulazne snage

Prekidac za napajanje

Rupa ispusnog ventilatora

Sucelje za ulaz / izlaz alarma

Audio sucelje za ulaz / izlaz
VGA prikljuc¢ak

HDMI prikljuéak

eSATA prikljucak

RJ45 prikljucak

USB 3.0 priklju¢ak
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Table 1-3 Description of Rear Panel
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Figure 1-13 Rear panel of BXL case

Prekidac za napajanje

Uzemljenje

Ulaz za napajanje

Alarmni ulaz

USB prikljucak

HDMI prikljucak

VGA prikljucak

Audio in/out prikljucak
RJAS5 prikljucak

Ol N| O || W N| -

Table 1-4 Description of Rear Panel

Note:
>  All above drawings are for reference only.



1.3 USB Mis operacija

Obicni USB mi$ s 3 gumba (lijevo / desno / kotaci¢) takoder se moze koristiti s ovim NVR-om. Da

biste koristili USB mis: Prikljucite USB mis u jedno od USB sucelja na prednjoj ili straznjoj ploci
NVR-a. Mis bi trebao biti automatski otkriven.

Stavke Radnja Opis
Prikaz uzivo: odaberite kanal i prikazite izbornik za brzo
Jedan klik postavljanje.
Izbornik: Odaberite i unesite.
Dvostruki klik Prikaz uzivo: prebacivanje s jednog zaslona na vise
Lijevi-klik zaslona.
Prikaz uZivo: Povucite kanal / vremensku traku.
Klikni i bovuci Alarm: odaberite ciljno podrucje.
P Digitalno zumiranje: Povucite i odaberite ciljno
podrucje.
Prikaz uzivo: prikaZi glavni izbornik.
Desni-klik Jedan klik Izbornik: Izlaz iz trenutnog izbornika u izbornik vise
razine.
N ... | Istodobno Drzite 5 sekundi, promijenite razlucivost uredaja na
Lijevi i desni klik o oy
kliknite najnizu
Pomicanje . . .. . .
) Izbornik: promijenite vrijednost postavki na visoku
Kotaci¢ za prema gore
pomicanje Pomicani
omica Je. Izbornik: promijenite vrijednost postavki na nisku
prema dolje
Table 1-6 Key functions of USB Mouse Operation
Note:

Ako u rijetkim sluajevima mis nije otkriven, moguci razlog moZe biti taj sto dva uredaja nisu

kompatibilna, pogledajte preporuceni popis uredaja od svog davatelja usluga.

1.4 Opis metode unosa

Enter

Shift




Figure 1-15 Soft key board (1)

Figure 1-16 Soft key board (2)

lkona Opis

Simboli

Broj

Potvrda

Razmak

Slova

Brisanje

Mala / velika slova

Tablel-7 Opis ikona meke tipkovnice

Poglavlje 2 NVR veza

2.1 HDD Instalacija

Prije instaliranja tvrdog diska (HDD), provjerite je li napajanje iskljueno s NVR-om. Svaki
kapacitet tvrdog diska potrazite u NVR-ovim specifikacijama. NVR bez tvrdog diska i dalje
podrzava nadzor, ali nema snimanja ili reprodukcije. Ako ispravno instalirate tvrdi disk, indikator
HDD-a redovito ¢e treptati kad NVR radi. Iskljuite napajanje i zapocCnite instalaciju tvrdog diska.



Slike instalacije su samo za referencu..

Figure 2-1 Skinite poklopac Figure 2-2 Fiksirajte HDD

Figure 2-3 PovezZite kablove za napajanje | prijenos datoteka Figure 2- Vratite poklopac i
pricvrstite

Napomena:
»  BAko korisnik zahtijeva HDD s boljim performansama, preporucuje se uporaba posebnog

tvrdog diska radi sigurnosti i zastite.
»  Molimo vas da ne vadite tvrdi disk dok NVR radi!

2.2 IP Povezivanje kamere i monitora

Prenosite signale IP kamere na NVR mreznim kabelom, a za izlaz poveZite VGA i HDMI prikljucak.



Pick up Voice box

Power Switch
, ——
° - )
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Adapter

Mouse

-

IP Router

Figure 2-5 Povezivanje uredaja

2.3 Prikljucak za napajanje

Za povezivanje NVR-a upotrijebite prikljuceni adapter za napajanje. Prije ukljucivanja provjerite
jesu li kabeli na audio / izlaznim priklju¢cima i mreznom priklju¢ku dobro povezani.




Poglavlje 3 Pocetak

3.1 PoKkrenite i iskljucite

Ispravni postupci pokretanja i isklju€ivanja presudni su za produljenje vijeka trajanja NVR-a,
provjerite je li napon dodatnog napajanja jednak zahtjevima NVR-a i je li priklju¢ak uzemljenja
ispravno u radu.

® Pokretanje NVR
Prikljucite napajanje i ukljucite prekida¢ za napajanje (ako postoji). Trepc¢uéi indikator napajanja
znadi ukljucivanje video rekordera. Nakon pokretanja zacucete zvucni signal. Zadana postavka
video izlaza je nacin izlaza s viSe prozora. Ako je vrijeme pokretanja unutar vremena rasporeda
snimanja, funkcija snimanja vremenskog videozapisa automatski ¢e se pokrenuti. Tada ce
indikator snimanja odgovarajuceg kanala treptati i NVR radi normalno.
® Prvo pokretanje
Iz sigurnosnih razloga zahtijeva aktivnu administratorsku lozinku prije prijave. Pokazat ¢e vam
dijaloski okvir za promjenu lozinke kad se uredaj prvi put ukljuci.
Napomena:
® Lozinka se moZe postaviti kao brojevi (0 ~ 9), engleski znakovi (a ~z, A~ Z) i drugi simboli
[ ) Lozinka mora sadrZavati najmanje 2 kategorije znakova. Duljina oslonca 6 ~ 64.
[ ) Lozinku moZete vratiti u prazno "OdrZavanje zadane konfiguracije BiConfigPrestore"
Gasenje NVR-a
Kliknite desnu tipku misa na sucelju prikaza uZivo i odaberite ,Glavni izbornik> Iskljudivanje”, a
zatim kliknite gumb Ok, kao Sto je prikazano na slici 3-1.

Channel P%

Figure 3-1 Shutdown Menu



3.2 Koristenje carobnjaka za pokretanje

Prema zadanim postavkama, Carobnjak za pokretanje pokreée se nakon sto se NVR ucita, kao Sto
je prikazano na slici 3-2.

+ Enable

Next step

Figure 3-2 Startup Wizard
Upravljanje carobnjakom za pokretanje:

1. Carobnjak za pokretanje moze vas provesti kroz neke vaine postavke NVR-a. Ako u tom
trenutku ne Zelite koristiti carobnjak za pokretanje, kliknite gumb za izlaz. Takoder mozete
odabrati da sljededi put koristite carobnjak za pokretanje tako da potvrdite okvir "omoguci".
2. Pritisnite gumb Sljede¢i korak za ulazak u prozor op¢ih postavki, kao Sto je prikazano na slici
3-

3.

General

Language English
Time e [GMT+08:00]Beijing,Urumgql,Singapore
System time i - 03 16 25 44

Time format - d 24-Hour

min

LocalHost
Smart
Smart tracking

Real-time priority

Default v Hr*‘l slep Cancel

Figure 3-3 General settings

1. 1. Nakon opdih postavki, pritisnite gumb Sljedeci korak koji vas vraéa u prozor
¢arobnjaka za postavljanje kontrole zapisa, kao sto je prikazano na slici 3-4..

10



Channel 01[D]CAM 1

rd stream Main Redundance

Alarm

Default

Figure 3-4 Record control settings

2. 2. Nakon postavki kontrole zapisa, pritisnite gumb Sljedeci korak koji vas vodi do
prozora ¢arobnjaka za upravljanje HDD-om, kao Sto je prikazano na slici 3-5..

HDD management

Type Total

Normal

Free

Remaining

Next step

Figure 3-5 HDD Manage of Wizard

3. 3. Pritisnite gumb Dalje. Ulazite u prozor ¢arobnjaka za mreZno postavljanje, kao Sto je
prikazano na slici 3-6.

11



Network

DHCP
IP Addi

Sub Net M

MAC
Primary DNS

dary DNS

Link Speed/Duple: ie Auto Negotiation

Max Users 32
HS Download v

Transfer Mode

Next step

Figure 3-6 Network of Wizard

4. 4. Pritisnite gumb Dalje nakon Sto konfigurirate mrezne parametre, otvorite prozor
¢arobnjaka za postavljanje usluge u oblaku, kao sto je prikazano na slici 3-7.

Cloud

Enable v
Status Connecting

Cloud ID

Prev step

Figure 3-7 Cloud of Wizard

5. 5. Kliknite gumb Gotovo da biste dovrsili carobnjak za postavljanje pokretanja.

12



3.3 Prijavai odjava

® Login Prijava korisnika
Ako se NVR odjavio, morate prijaviti uredaj prije rada s izbornikom i ostalim funkcijama.
Koraci:
1. Na padajué¢em popisu odaberite Korisnicko ime.
2. Unesite lozinku.
3. Pritisnite U redu za prijavu.

Biljeska:
If U dijaloskom okviru Prijava, ako 7 puta unesete pogresnu lozinku, trenutni korisnicki racun bit
¢e blokiran na 60 sekundi.

Log Odjava korisnika

Nakon odjave monitor se prebacuje u nacin prikaza uZivo i ako Zelite izvrsiti bilo koju operaciju,
morate unijeti korisnicko ime i lozinku za ponovnu prijavu.

Koraci:

1. Udite u izbornik za isklju¢ivanje. Idite na Glavni izbornik> Isklju¢ivanje

2. Odaberite odjavu i kliknite gumb U redu.

Biljeska:

Nakon sto ste odjavili sustav, rad izbornika na zaslonu nije valjan. Za otklju¢avanje sustava

potrebno je unijeti korisnicko ime i lozinku.
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Poglavlje 4 NVR IZBORNIK

4.1 NVR Menu Vodic

\
[ Live View } [ Channel ] Playback J [ Storage J [ Smart } [ Event J [ System ] { Network ] Backup
P Normal Base Smart [ Detect ] [ Base ] [ Base ] [ General ]
Channel la search ‘ ‘ ‘ ‘
[ Encode ] [Event play] [ Schedule ] [H“E?ZF@ZF ] [ AFIZT ] [ Security ] [ P2P ] [ Event ]
\ [ [ I [ [ R t‘ R}
. System Lo etworl
[ Color ] Label play ] [ Record ] [ Statistics ] [ Alert ] Maintain State
I I I
osD Smart Advanced [ Intell|g_ent ] [ Config ] [ Advanced ]
la detection

[

=
settin

[ SMART ] Alarm [ Reminder Wireless

Status

N

play

Figure 4-1 NVR Menu Guide

4.2 Pregled Uzivo

4.2.1 Uvod Pregleda Uzivo

Prikaz uZivo prikazuje vam video sliku koju svaka kamera dobiva u stvarnom vremenu. NVR
automatski ulazi u nacin prikaza uzivo kada se ukljuci, kao Sto je prikazano na slici 4-2.
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2017-01-10 22:32:10 Tue

+ + -

j 08[BICAM 3 04[B]CAM 4 05[B]CAM 5 06[B]CAM &

+ + + +

07[B]CAM 7 08[B]CAM 8 09[B]CAM 9 10[B]CAM 10 11[BICAM 11 12[B]CAM 12

- + + + + +

13[B]CAM 13 14[B]CAM 14 15[B]CAM 15 16[B]CAM 16 17[BICAM 17 18[B]CAM 18

- + + + + +

19[B]CAM 19 20[B]CAM 20 21[B]CAM 21 22[B]CAM 22 28[B]CAM 28 24[B]CAM 24

- + + - + +

25[B]CAM 26 26[B]CAM 26 27[B]CAM 27 26[B]CAM 28 20[B]CAM 20 § | 30[BJCAM 30

- +

31[B]CAM 31 32[B]CAM 32

Figure 4-2 live view interface
Na zaslonu prikaza uZivo kliknite gumb "+" na kanalu za ulazak u sucelje za upravljanje kanalima
NVR Automatski trazi IPC segmenta mreZe, a zatim odaberite IPC Kliknite Dodaj u.

Biljeska:
Broj kanala za IP kamere moZe se razlikovati ovisno o vrsti;
Prijenos signala IP kamere na NVR glavni je tok u prikazu uZivo s jednim ili ¢etiri zaslona, a
dodatni je prijenos u prikazu uZivo na vise zaslona.

® |kone Pregleda UZivo
U nacinu prikaza uzivo, u gornjem lijevom dijelu zaslona za svaki kanal nalaze se ikone koje
prikazuju status zapisa i alarma na kanalu, tako da mozZete znati je li kanal snimljen ili se javljaju

alarmi ¢im prije.

Stavke Opis

. . Prikazuje se na pregledu kanala tijekom snimanja.
Status snimanja

. Prikazuje se na pregledu kanala kada se aktivira alarm.
Detekcija alarma

o)

. . Prikazuje se na pregledu kanala kad se video izgubi.
Video nije pronaden

(D

Nema ovlasti za pregled.
Zaklju¢avanje kamere breg

Table4-1 Live view Icons
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4.2.2 Operacije u nacinu prikaza uzivo

U nacinu prikaza uZivo pruzaju se mnoge funkcije. Funkcije su navedene u nastavku.
e Jedan zaslon: prikazuje samo jedan zaslon na monitoru.

e ViSe zaslona: istovremeno prikazivanje viSe zaslona na monitoru.

e Obilazak: zaslon se automatski prebacuje na sljededi. | prije svakog omogucavanja
obilaska morate postaviti vrijeme zadrZavanja za svaki zaslon u izborniku za

konfiguraciju.

e Pokreni snimanje: podrZani su kontinuirani snimci i snimanje detekcije pokreta.
* Dodaj IP kameru: precac do sucelja za upravljanje IP kamerom.
e Reprodukcija: reprodukcija snimljenih videozapisa za tekuci dan.

4.2.3 Alatna traka za brzo postavljanje u modu Live View

Na zaslonu svakog kanala nalazi se alatna traka za brzo postavljanje koja pokazuje kada

pomaknete strelicu misa na vrh slike.

Figure 4-3 Quick Setting Toolbar in channel image

Stavke

Opis

Instant ponavljanje

U sucelju prozora kanala za pregled u roku od deset minuta od videozapisa
za reprodukciju.

Poveéanje

Prikazuje odabrani kanal na cijelom zaslonu i prikazuje mali prozor u
desnom kutu podrucja koje Zelite zumirati.

Rucno snimanje

Brzo prebacivanje video nacina za ovaj kanal (samo u ru¢nom i zaustavhom
prebacivanju nacina).

Rucno hvatanje slike

Ovaj kanal prikazuje razlucivost prikaza slika koje su snimljene u stvarnom
vremenu.

Audio zvuk

Za slusanje Otvorite monitor zaslona.

Interkom glasa

Funkcije interkoma otvorenog kanala, podrska i IPC, web i mobilni klijent za
razgovor.

Izbor kanala

Brzo unesite i pronadite kanal je sucelje za upravljanje kanalimaBrzo
unesite i pronadite kanal je sucelje za upravljanje kanalima.

Bitrate

Brzo provjerite brzinu prijenosa ovog kanala kada se mi$ premjesti na njega.

S
—
N

Brzo udite u PTZ upravljacko sucelje.

Table4-2 Description of the Quick Setting Toolbar
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4.2.4 I1zbornik precaca na radnoj povrsini

U nacinu pregleda moZete desnom tipkom misa pristupiti izborniku precaca na radnoj povrsini,
kao sto je prikazano na slici 4-4.
Main menu
Startup wizard
Auto channel config
IP channel
Channel status
Playback

11 Quick record

.’;'.f':. PTZ control

-4 Color setling
Output adjust
Mute
Swilch main screen/auxiliary screen
Intelligent mode
@) Revocation of the guard

(') Shutdown

H Multiple Views

Corridor mode

Figure 4-4 Desktop shortcut menu
Glavni izbornik: Glavni izbornik ukljuuje reprodukciju, podeSavanje, odrZzavanje,
sigurnosno kopiranje i iskljucivanje.
Carobnjak za pokretanje: Za vise informacija pogledajte poglavlje 3.2.
Automatska konfiguracija kanala: Kada desnim klikom miSa odaberete Auto Config
(Konfiguriranje kanala), to znaci da ¢e NVR automatski dodati IP kamere u istom LAN-u.
IP kanal: to je precac za pristup sucelju IP kanala.
Status Status kanala: to je precac za pristup sucelju statusa IP kanala.
Reprodukcija: to je precac za pristup sucelju za reprodukciju.
Brzo snimanje: MoZete provjeriti trenutni status kanala: "O" znadi da nije odabran, "@"
znaci da je odabran.
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Record control

Record mode

Schedule

Manual

Figure 4-5 Quick Record

Stavke Opis
Raspored Snimite prema konfiguraciji.
Rucno Pritisnite gumb i odgovarajudi kanal ¢ée odmah snimiti bez obzira na
trenutno stanje.
Stop Pritisnite gumb za zaustavljanje i odgovarajuci kanal zaustavit ¢e
shimanje bez obzira na trenutno stanje.

Table4-3 Quick Record
° PTZ upravljanje: Radno sucelje prikazano je na slici 4-6. Funkcije ukljucuju: PTZ
kontrolu smjera, brzinu, zumiranje, fokus, iris, postupak postavljanja, patrolu izmedu mjesta,

uzorak, obrub, obilazak.

PTZ
Channel 09[D]CAMS Channel 09[D]CAMS
PTZ config PTZ config

PTZ control Command

PTZ control Command

Golo preset

Cruise stop
Track start
Track stop

AutoScan start

AutoScan stop

Figure 4-6 PTZ Control
® Setting Postavka boje: to je precac do postavki -> Upravljanje kanalima -> Prozor postavki
boje slike.
® Adjust Prilagodba izlaza: to je precac za pristup postavkama sustava-zaslona-suceljima

zaslona.
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Iskljucivanje zvuka: prekidac za iskljuivanje zvucnika, ikona znaci da se zvucnik ukljucuje, a
ikona znaci da se zvucnik iskljucuje.

Promjena glavnog zaslona / pomoénog zaslona: Kada omogucite nacin heterogenog
prikaza HDMI / VGA na sucelju zaslona System-Display-Display, prikazat ¢e se ova opcija. Mis$
¢e prijedi na drugi zaslon nakon Sto ga kliknete.

Inteligentni nacin rada: Nakon klika na ovaj nac¢in, NVR mozZe prikazati snimljenu sliku lica
na dnu sucelja za pregled, to je poput slike 4-7 (prvo mora omoguditi funkciju otkrivanja lica
IP

kamere)

2020-08-03 17:17:42 Mon

04[DJCAM 4

08[DJCAM 8 1 0 M 11 12[DJCAM 12

4[DJCAM 14 15[DJCAM 15 16[DJCAM 16

20[DJCAM 20 21[DJCAM 21

28[DJCAM 28

Figure 4-7 Intelligent mode
@ Zastita / opoziv cuvara: Omogudit ¢e / onemoguditi sve alarme i okidace dogadaja brzo.
® (Odjava: Isklju¢ivanje, ponovno pokretanje sustava, korisnik izbornika za odjavu i
prebacivanje korisnika, kako je prikazano na slici 4-8.

Shutdown

Shutdown

Shutdown
Restar

Logout

ilch user

Figure 4-8 Logout
® Switch Prekidac zaslona: Pregled na jednom zaslonu / éetiri zaslona / osam zaslona /
devet zaslona / Sesnaest zaslona prema vasem izboru.Corridor Mode: Preview in three
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screens(as shown in Figure 4-9)/four screens/five screens /seven screens /nine screens/ten
screens/twelve screens/sixteen screens according to your choice.

2017-12-21 15:50:42 Thu

', |os[D]CAM 5 09[DJCAM

Figure 4-9 Corridor Mode — Three screens

4.3 Channel

4.3.1 IP Channel

4.3.1.1 Channel Setting

Click on the " Channel - IP channel — Channel Setting" into the graphical interface. This page also
shows the information of real-time network bandwidth usage.

Channel > IP channel > Channel Setting

Channel Setting

IP channel

Figure 4-10 Channel Setting
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4.3.1.2 Fisheye Set

Click on the " Channel - IP channel — Fisheye Set" into the graphical interface. It can edit the

mount mode and preview mode of our Fisheye cameras after clicking ‘Edit’ button

There’re three mount mode optional: Desktop, Top, Wall.

There’re six preview modes optional:

1.
2.
3.

Fisheye: This mode will just show a fisheye picture.

Panoramic: This mode will just show a panoramic picture.

PTZ 1+PTZ 2+PTZ 3+PTZ 4: This mode will show 4 PTZ pictures at the same
time.

Fisheye+ Panoramic+ PTZ 1+ PTZ 2 +PTZ 3: This mode will show a fisheye
picture, a panoramic picture and 3 PTZ pictures at the same time.

Fisheye + PTZ 1+PTZ 2+PTZ 3+PTZ 4: This mode will show a fisheye picture
and 4 PTZ pictures at the same time.

Panoramic + PTZ 1+PTZ 2+PTZ 3+PTZ 4: This mode will show a panoramic
picture and 4 PTZ pictures at the same time.

Channel > IP channel > Fisheye Set

IP channel

Fi sheye\SEI

Figure 4-11 Fisheye Set
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Fish eye

IP Address
Mount Deskiop

Mode PTZ14+PTZ24+PTZ34+PTZ4

v D4(PTZ2) v D5(PTZ3)

Figure 4-12 Fisheye Set - Edit
Note: Each time changing the preview mode, fisheye camera will reboot.

4.3.1.3 PoE power

Click on the "Channel - IP channel - PoE power" into the graphical interface.

Channel > IP channel > PoE power
PoE power

IP channel

Figure 4-13 PoE power
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This page you can check all PoE channels power and connection status.

Note:

»  Please make sure this device model support PoE function.

4.3.1.4 Protocol Password

Click on the " Channel - IP channel — Protocol Password " into the graphical interface. It will make
NVR use specified password firstly when we add the IPCs found by NVR.

Channel > |P channel > Protocol Password

Protocol Password

IP channel

Figure 4-14 Protocol Password

Channel > IP channel > Protocol Password
Protocol Password
IP channel

Figure 4-15 Protocol Password — Modify Password
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4.3.2 Encode

By configuring the encode parameters you can define the parameters which affect the image
quality, such as the Compression type, Resolution, Frame Rate, Bit Rate Type, Quality, etc.
The NVR support Dual Stream Encode, we can set the main stream encode and sub stream
encode on this screen.

Click on the " Channel - Encode" into the graphical interface.

Channel > Encode > Encode

Encode

Figure 4-16 Encode
Channel: Select the channel to configure.
Refresh: Click it to refresh IP channel’s encode parameters.
Stream Type: Main Stream/Sub Stream/Event Stream/Mobile Stream
Compression: H.265, this is the compression protocol for encoding. It also supports
.264 IP cameras.
Complexity level: BaseProfile/MainProfile/HighProfile
Resolution: The resolution of the encoding record.
Frame Rate (FPS): The number of frames per second in the encoding video.
Bit Rate Type: CBR/VBR.
Image Quality: Lowest/Low/Standard/Good/Better/Best
Bitrate mode: General mode/Custom mode
Bit Rate(Kb/s): Value of the Bandwidth
Stream range: The bitrate range of this channel
I-Frame GOP: I-frame setting, range from 10-100
Video/Audio: To encode the Video and Audio in the record files. The video in

mainstream is always enabled.

® 6 6 6 6 6 6 6 06 06 00 0 0 0

® H.264+/H.265+: Enable smart encode technology, all the record file can reduce the
HDD space maximum 80%-90% in static view.
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® Audio: Set the audio encode for this channel, as shown in figure 4-17

Audio coding G.711A

Audio input Lineln

Volume input

Noise reduction

Figure 4-17 Audio encode setting
After all the setting finished, click the button Apply to activate the configuration.

You can copy the configuration of selected channels to the one which you would like to apply the
same configuration. By clicking Copy To button, select the channels and save the setting. Please
refer to Figure 4-18 Copy To.

Copy to

Figure 4-18 Copy To

4.3.3 Color

IP Cameras support image adjustment such as Brightness, Contrast, Saturation, Hue and
Sharpness. Some high-end IP Cameras support advanced Settings such as Image adjust, Exposure,
Backlight, White balance, Day/Night setting, etc. In this chapter you can configure the IP Camera
to improve the image and make a better view experience.

Click on the " Channel - Color "into the graphical interface.
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Channel > Color > Color

Image adjust

Figure 4-19 Channel Color Setting

® Channel: Select the channel to configure.
® Period: Set the effective period of the configuration, it supports 2 period settings.

® Image Mode: The image mode for specific period of the configuration, there are
Auto/Manual for options. Auto mode keeps the image settings for 24h, and Manual mode
supports 2 period settings (Day period & Night period). You can set independent image
settings for different period.

® Start-End: Set the image mode as Manual, then enter the starting time and ending time for
Day period or Night period.

You can adjust the IP Camera parameters on this screen if the IP Camera compatible with the
NVR.

Functions Parameters

Brightness: 0-100
Contrast: 0-100
Image adjust Saturation: 0-100
Hue: 0-100
Sharpness: 0-100

Auto: Set exposure time automatically

E . .
Xposure Manual: Set exposure time by selecting exact value
DWDR:Close, DWDR, WDR(if IPC supports)
Backlight Limit: Set the degree of DWDR or WDR

Back Light Comp: When DWDR is Close, BLC function can be activated as Off,
HLC, BLC

Auto: Set white balance automatically

White balance Manual: Set white balance by selecting exact value of Red Gain and Blue Gain

Auto/Color On/Color Off
Day/Night Switch Type: IR Synchronous Switch
Filter Time: from 0-120 seconds

Image: Close/Up down/Left right/Centre

Videoadjust | ¢\ te: Off/90°/180°/270°

Close: function disable

Defi .
etoe Auto: defog automatically
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Manual: adjust the effect manually

NR Level: 0-6
Enhancement Defog: Close/Auto/Manual
Smart light: close/manual/auto

Table 4-4 IP Camera advanced setting

4.3.4 OSD

You can configure the OSD (On-screen Display) settings for the camera, including Channel Name,

Date/Time format, Record status, Alarm status, etc.

Click on the " Channel - OSD "Into the graphical interface.

Channel > OSD > OSD

0830352020/ 19:59 32

Figure 4-20 OSD Setting
There are two parts for the setting: Channel Set and General Set. For Channel Set, you can
configure the following items:
® Channel: Select the channel to configure.
® Channel Name: The name of the channel to be set.
® Show Name, Show Time: Enable the information of channel name and time on the
screen.
® Date Format, Time Format: Set the format of the date and time.
For the General Set you can configure the following items:
® Time Title, Channel Title: Enable/disable the display of the time tile and channel title
on the monitor screen.
® Record Status, Alarm Status: Enable/disable the display of the record status and alarm
status on the screen.
After all the setting finished, click the button Apply to activate the configuration.
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4.3.5 PTZ

This chapter is to show you how to set the actions which you want the PTZ Camera to respond
when corresponding alarm occurred. Please make sure that the presets, patrols and patterns
should be supported by PTZ protocols.

Click on the " Channel - PTZ "Into the graphical interface.

Channel > PTZ > PTZ

T hanne 02[D]IPC

0820322020120-01" 44

1

Figure 4-21 PTZ Setting

® Preset: This feature enables the camera to point to a specified position such as a
window when an event takes place. You can set up to 255 preset points.

® Patrol: Patrols can be set to move the PTZ to different key points and have it stay there
for a set duration before moving on to the next key point. The key points are corresponding
to the presets. You can set up 4 cruise lines, each cruise line includes preset points and the
time stayed in the preset point and cruising speed. Please refer to Figure 4-22.
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Channel > PTZ >

Figure 4-22 Patrol Setting

® Pattern: Patterns can be set by recording the movement of the PTZ. You can call the
pattern to make the PTZ movement according to the predefined path.

® Border: Linear boundaries Including Left and right boundaries.

® Speed: Set the speed of the PTZ movement.

Items Function Description

Direction button and the auto-cycle button

Zoom+, Zoom-

Focus+, Focus-

Iris+, Iris-

The speed of the PTZ movement

Table 4-5 Description of PTZ Control Icons

4.3.6 Channel status

Click on the "Channel - Channel" into the graphical interface to check the channel status.
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Channel > Channel > Channel

Channel

Channel X

Figure 4-23 Channel Status
On this page you can check all the IP channel status and the status of alarm occur include motion

detect/video mask/video lost.

4.4 Playback

Right click and select the “Record Playback” to enter the playback interface and you can also click
on the playback button in the main menu to enter the playback interface, as shown in the figure
4-24,

Normal play

M s e

‘

!
g
H
“
f

2020

Su. Mo. Tu. We. Th. Fr. Sa

4

Figure 4-24 Main Interface of Playback
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No. Items Function

1 Playback Type | NVR support four types playback mode “Normal Play”, “Event Play”,
“Label Play”, “Time Division Play”, “Normal Play (Picture)”

2 Display The windows display videos

3 Channels You can select the channels for playback in this area

4 Date Shows the date that have video files and marked blue

5 Time of File Shows the start time and the end time of files in HDD

6 Time Line Shows files playing course in this area.

Table 4-7 Area Functions Introduce of Playback
Note:
»  The second line shows all the files of the channels you selected. And the first line shows the
files of the channel you chose by mouse on the display area. And event files marked red,
normal files marked blue.

No. Key title Key function
1 m Change time line interval
2 m Switch of playback channel audio
3 Cut the interest video of playing channel
4 Snap a picture of playing channel
pap playing
5 [% Lock the file in case over written in HDD
6 l[:] Default label, Label the file
7 -D— File manager, Mange the cut file/locked file/labeled file
8 @ Zoom, Zoom the playing channel
9 EE Sync/Async, Switch button of playback mode
10 EE Main/Sub Stream, Switch button of stream type
11 nm Start/Pause, Control button of start/pause playback
12 m Backward Playback/Pause, Control button of backward playback
13 Stop Playing, Control button of stop playback
14 Frame Control, Control step frame and backward frame
15 I' Slow playback, slow down play speed of playing channels
16 » Speed up, speed up playing channels
17 [E] ] Forward/Backward 30 sec, forward/backward 30sec playing
E channel
18 E Full screen playback the channels
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19 Click two points on the video, it will draw a line in smart
playback mode

20 Click four points on the video, it will draw a quadrilateral in
smart playback mode

21 Press and drag the mouse to draw a motion detection area in
smart playback mode

22 Draw a full screen motion detection area quickly in smart
playback mode

23 Detect the face in full screen area in smart playback mode

24 Detect the human body in full screen area in smart playback
mode

25 Clear all the smart search rules already set

26 Search the smart record after draw the line or area (just for
smart playback mode)

27 Set the smart playback speed (just for smart playback mode)

28 Normal record, file color marked the file type, green means
normal

29 Event record, event record marked red

30 Smart record, smart record marked green

Table 4-8 Buttons of Playback Interface

4.4.1 Normal play

The default playback mode is “Normal playback”. And when you select the channels the date will
turn into blue on the date area that means the channels you selected have files in that day. And
you can select the date you want to playback on the date area.

Normal play

Su. Mo. Tu. We. Th. Fr. Sa

4

Figure 4-25 Normal Playback Modes
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This NVR device support 16 channels playback. And 6 channels playback in real-time the other 10
channels playback in key frame.

All the operations of these buttons to control the playback, you can refer to the previous table.
And the “Cut” button will cut all the files of the channels you’re playing, you can check the files
you cut in the “File Manage”.

File management

Clip files Lock files Label

Chann Record time Size Channel

3 20-08-04 09 179.15 MB Start time

20

End time

20 4 10:00:00

0.00 KB Backup

Figure 4-26 Clip files
And you can backup the clip files in this interface.
Record Backup
Channel ype  Starttime End time
4 10:00:00

04 10:00:00 4 11:00:02

8-04 11:00:02 0 )4 11:05:00

File format

device sdb1(USB DISK) Detect

Figure 4-27 Backup the Clip files
The “Lock Record” button will lock the file in case this file be covered by new file. You can check
and backup the locked files in “File Manage”. And you can unlock the locked files in this interface.
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Clip files Lock files

Chann Record time

13 01:00:01- 01;

0.00 KB

File management

D 2
Start time

20 4 01:00:01

Endt

20

Backup

Figure 4-28 Lock Files

Click the “Default Label” button will mark the video as a default label, you can edit the label and

check in the “File Manage”.

Lock files

Channel Label name

3

Label time

Label name

File management

Time

20-08-04 02:28:01

Label edit

mation

Figure 4-29 Label Manage

The “Main/Sub stream” button can change the video stream into sub stream from main stream,

the “Speed up” button can speed up 32 times the channel you selected and speed up 16

channels 2 times top.
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4.4.2 Event play

Select the “Event Play” enters the event playback mode.

1. You need chose the event main type, including three event types “Alarm input”,
“Motion detect” and “IA Detect”. And the main type of “IA Detect” including two sub
types event “Crossing detect” and “Area intrusion detect”.

2. Select the channels you want to search. Then set time period, and click search button.
Search results as shown in the figure, “Source” means alarm channel and “Chan”
means record channel of linkage operations, “Time” means when the alarm happened.

3. The next area shows all the alarm items and you can change the page to find the alarm

item you want. And then you can set the play period before/after of the alarm time.

§ ] / ?
Event play “ | v Vs ’ -

]

et Ty

Figure 4-30 Search Result of Event Playback

Key Picture | Key Title Key Function
First Quickly go to the first page of event search results.
Prev Go to the previous page of event search results.
Next Go to the next page of event search results.
Last Quickly go to the last page of event search results.
Goto Click jump to the page you entered into the entry bar.

Table 4-9 Buttons of Event Search Results
You can change the alarm types and channels by click the return button back to the last interface.

As for the operations of these buttons you can refer to the previous table. But you can’t use the

“Sync/Async”, “Main/Sub stream”, “Frame Control” button in event playback mode.
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4.4.3 Label Play

Label play

Figure 4-31 Search Result of Label Playback

Select the channels and set the period of search.
Click the search button, search results as shown in the figure.
“Label” means label’s name that you can edit in file manage and “Chan” means the
channel you tagged, “Time” means the time that was playing when you tag.
4. The next area shows all the labels and you can change the page to find the label items
you want. And then you can set the play period before/after of the label time.
You can change the search channels by click the return button back to the last interface.
6. As for the operations of these buttons you can refer to the previous table. But you
can’t use the “Sync/Async”, “Main/Sub stream”, “Frame Control” button in label
playback mode.

Note:

»  The operations of these buttons you can refer to the last part.

4.4.4 Smart Play

Select “Smart Play” enters this playback mode. In this section NVR support analyze exist video
according to specific rules. Now the rules include “line crossing, Area Intrusion, Motion Detection
and Face Detection”.
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4.4.4.1 Draw Line

Smart play
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Figure 4-32 Smart Playback — Draw Line

1. First you need select a channel and click “Play”, then the icon of “Draw Line” can be
active. You can click to draw a line on the video interface;

2. Click “Setting” button you can specify some setting for playback like “Skip Non-Focus
Video” and specify the playback speed for Non-Concerned Video and Attention-Video,
also you can specify the time before and after the events from 0 to 600 seconds.

3. Click “Search” button then the result will be shown like figure 4-32, video with line
crossing will be marked color “green”, and the video will be played by the setting as
you made at step 2.
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4.6.4.2 Draw Quadrilateral

WO I [y
Smart play E L LR T

2020

Su. Mo. Tu. We. Th, Fr. Sa

4

Figure 4-33 Smart Playback — Draw Quadrilateral

1. First you need select a channel and click “Play”, then the icon of “Draw Quadrilateral”
can be active. You can click to draw a quadrilateral on the video interface;

2. Click “Setting” button you can specify some setting for playback like “Skip Non Focus
Video” and specify the playback speed for Non-Concerned Video and Attention-Video,
also you can specify the time before and after the events from 0 to 600 seconds.

3. Click “Search” button then the result will be shown like figure 4-33, video with Area
Intrusion will be marked color “green”, and the video will be played by the setting as

you made at step 2.
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4.6.4.3 Motion Draw Rectangle
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Figure 4-34 Smart Playback — Motion Draw Rectangle

1. First you need select a channel and click “Play”, then the icon of “Motion Draw
Rectangle” can be active. You can click it to draw an area on the video interface;

2. Click “Setting” button you can specify some setting for playback like “Skip Non-Focus
Video” and specify the playback speed for Non-Concerned Video and Attention-Video,
also you can specify the time before and after the events from 0 to 600 seconds.

3. Click “Search” button then the result will be shown like figure 4-34, video with Motion
will be marked color “green”, and the video will be played by the setting as you made

at step 2.
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4.4.4.4 Motion Full Screen
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Figure 4-35 Smart Playback — Motion Full Screen

1. First you need select a channel and click “Play”, then the icon of “Motion Full Screen”
can be active. You can click it to draw an area on the full video interface;

2. Click “Setting” button you can specify some setting for playback like “Skip Non-Focus
Video” and specify the playback speed for Non-Concerned Video and Attention-Video,
also you can specify the time before and after the events from 0 to 600 seconds.

3. Click “Search” button then the result will be shown like figure 4-35, video with Motion
will be marked color “green”, and the video will be played by the setting as you made
at step 2.
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4.4.4.5 Face search
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Figure 4-36 Smart Playback — Face Search

1. First you need select a channel and click “Play”, then the icon of “Face search” can be
active. The full video interface will be detected by default;

2. Click “Setting” button you can specify some setting for playback like “Skip Non-Focus
Video” and specify the playback speed for Non-Concerned Video and Attention-Video,
also you can specify the time before and after the events from 0 to 600 seconds.

3. Click “Search” button then the result will be shown like figure 4-36, video with people’s
face will be marked color “green”, and the video will be played by the setting as you
made at step 2.

Note:
>  Smart Play only work with Qualvision IPCs which support these features.
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4.4.4.6 Human Body search
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Figure 4-37 Smart Playback — human body Search

1. First you need select a channel and click “Play”, then the icon of “Human Body search”
can be active. The full video interface will be detected by default;

2. Click “Setting” button you can specify some setting for playback like “Skip Non-Focus
Video” and specify the playback speed for Non-Concerned Video and Attention-Video,
also you can specify the time before and after the events from 0 to 600 seconds.

3. Click “Search” button then the result will be shown like figure 4-37, video with people’s
face will be marked color “green”, and the video will be played by the setting as you
made at step 2.

Note:
>  Smart Play only work with Qualvision IPCs which support these features.

4.4.4.7 Clear all

When you click this button that means clear all the lines and rectangles you have drawn before.
Then you can draw new lines and specify new rules.

4.4.5 Time Division play

Select the “Time Division Play” enters the time division playback mode.
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Time division play
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Figure 4-38 Time Division Playback

1. First you need chose the channel and select division windows number to display, from
1-16 windows. For example, if you chose the windows number is 4, the files of the date
you chose will be divided into 4 parts.

2. You can change the playing channel but do not need to stop. And change the windows
division number when the channel is playing.

As for the operations of these buttons you can refer to the previous table.

4.4.6 Normal Play (Picture)

Normal play (Picture)
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Figure 4-39 Normal Playback of Picture
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1. Select the “Normal Play (Picture)” enters the normal playback of pictures mode.
Select the channels, the search result as shown in the figure. As for the button of
control playback including “File Manage”, ”"Sync/Async”, “Start/Pause”, “Backward
play”, ”Stop Playing”, “Slow down”, “Speed up”, and “Time-line Stretch”, “Time-line
Shorten”.

The sources of pictures you play are manual snap on preview interface and the manual snap in

playback interface.
Note:
»  You can stop playback by right click and exit the playback interface by keep right click.

» If you chose more than one channels to playback, double click can make the channel shows

in one screen.

4.5 Storage

4.5.1 Base

Click on the "Storage - Base" into the graphical interface.

Storage > Base > Base

Figure 4-40 Base Setting of HDD
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This page displays your device is plugged into the hard disk status, hard drive serial number,
name, attributes, the type of hard drive, the total capacity / Remaining capacity, as well as
belonging to a group, edit button and uninstall / Loaded button.
® HDD: Shows HDD serial number, "[1]sda" or"[2]sdb".
Status: Shows the state of HDD, "Unformatted" or "normal" or "no disk".
ATTR: HDD have three type of ATTR, “Read/Write”,”Read only”, “Redundant”.
Type: Shows HDD connection type.
Total: Size of the HDD total capacity.
Free: Shows HDD remaining capacity size.
Group: Shows which group the HDD belonged.
Uninstall: Uninstall HDD.
Add: Add the HDD from uninstall state.
Format: Format the HDD manually.

Total record days: Shows how many days HDD can save the record totally if without
overwriting.
® Remaining record days: Shows how many days HDD can continue to save the record if
without overwriting.

Click HDD the set button, interface shows as below.

Storage > Base > Base

[1] sda(Local)

Figure 4-41 Edit of HDD
On this page you can set HDD parameters, including ATTR and Group.
Note:

»  Every HDD only can be set to one group in the same time.

4.5.2 Schedule

In this chapter we can make the schedule for the record by configuring the related parameters,
and before these operations, please make sure that the HDD has already been installed and
formatted. If not, please install the HDD and initialize it. For detailed information, please refer to
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chapter: Storage - Base.
Click on the "Storage - Schedule" into the graphical interface.

Storage > Schedule > Schedule

Schedule

Schedule

Figure 4-42 Record Schedule Setting
On this schedule setting screen, we can set the record schedule for specific channels.
® Channel: Select the channel to configure
® Sub stream: To record as both main stream and sub stream.
® Pre-Record: The time to be pre-record on the created videos. Range from 0-30 seconds.
® ANR: When IPC disconnected with NVR and IPC has its own record in its TF-card, NVR
will supplement the record from IPC’s TF card when IPC re-connects with NVR.
® Redundancy: The record will be backed up in redundant HDD, if there is redundant HDD

device installed in the system. Please check the chapter 4.4.3 for the details.

Note:

» If there are several channels to be set with pre-record function, the pre-record time will be
less than 30 seconds (the maximum value), because pre-record function will consume the
system resources and it will adjust the time length to support many channels at the same

time.

You can click the button Edit to enter the edit screen and set the schedule of the record.
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Figure 4-43 Record Schedule Edit

Week Day: The day to set the schedule, from Sunday to Saturday.

Schedule 1-6: The time slot for the record, you can set 6 time slots during one day.
Norm.: The type of the record, record as normal video.

MD: The type of the record, record as motion detection video.

Alarm: The type of the record, record as alarm video.

You can check the All to select all the week day and set the schedule at the same time, or check
several of them. If Norm, MD and Alarm are checked at the same time, it will record as a priority
like: Alarm > MD > Norm. That means if the three types of detection occurred at the same time,

the type of the record will be set as Alarm video.

You can also edit the schedule on the configuration graph screen, as shown in Figure 4-44.
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Figure 4-44 Edit graph
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1. By selecting the checkbox on the right, we can edit the corresponding bar on the left.
For example, if we check the MD, and edit the corresponding bar, we will be able to
edit the yellow part of the bar.

2. Byclicking the icon erasencid \ve can clear the setting of the bar at once.

After all the settings finished, click the button Apply to activate all the settings.

You can copy the current channel setting to other channels by clicking the button Copy To. As
shown in Figure 4-45.

Copy to

Figure 4-45 Copy To
By clicking the button Default, you can reset all the settings.

4.5.3 Record

Click on the "Storage - Record" into the graphical interface.

Storage > Record > Record

Record

Figure 4-46 Channel Record Status
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On this page you can check all the channels record status, open or stop; stream type, video or
mixture (video and audio); frame/bite rate of channels stream; main/sub resolution of IP channel;
and whether open the redundancy function or not.

4.5.4 Advanced

Click on the "Storage - Advanced” into the graphical interface.

Storage > Advanced > Advanced

Advanced

Advanced
k

Figure 4-47 Advanced
® HDD Full: You can set the full strategy of hard disk, "stop" or "overwrite".
® Auto-Delete Old Files: Support two mode of strategy, “never” and “Custom”. In the
“Custom” mode you can set auto-delete time from 1-30 days before.
® Sleep Mode: Open this function, your HDD will smart sleep when it not be used.
® Enable RAID: Click the checkbox to enable RAID function for RAID NVR.
Note:
»  Please make sure this device model support RAID function.

4.5.5 Storage Mode

Click on the "Storage - Storage Mode" into the graphical interface.
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Storage > Storage Mode > Storage Mode

Storage Mode

Mode
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Storage Mode

SMART

Figure 4-48 Storage Mode
This page you can switch the hard disk's storage mode, including the "group", "quotas
(Capacity)", and “Quota (Time)”. Change the storage mode requires that you restart the NVR
device.
i.  Group: You can set 16 groups under group mode, and each channel is
independent of each group. If the channel does not belong to any group, none
video file will be saved, and if the channel belongs to more than one group, the

channel will use the space of these group one by one until all the group are full.
Note:

»  Apply a new storage mode need restart the NVR device.

ii. Quota (Capacity): The quota of capacity mode support set disk space for every
channel manually.

Storage > Storage Mode > Storage Mode

Storage Mode

Storage Mode

MART

Figure 4-49 Quota of Capacity Mode
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® Record used: Shows the video files space that the channel you chose have used in real-
time.

® Picture used: Shows the pictures space that the channel you chose have used in real-
time.

® Volumes: Total capacity of all hard drives.

® Record Quota: You can manually set the quota size of channel video.

® Picture quota: You can manually set the quota size of channel picture.
[ ]

Free volumes: Shows the free space minus the space you have set on other channels.

iii. Quota (Time): The quota of time mode supports set time for every channel
manually.

Storage > Storage Mode > Storage Mode

Storage Mode

Quota(Time)

Storage Mode

Figure 4-50 Quota of Time Mode
® Record used: Shows the video files space that the channel you chose has used in real-
time.
® Volumes: Total capacity of all hard drives.
® Record Quota (Day): Set a time for a channel from 0-60 days, and the new video files
will not cover the old files in this period.

4.5.6 S.M.A.R.T

Click on the "Storage - S.M.A.R.T” into the graphical interface.
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Storage > SMAR.T > SMAR.T

Figure 4-51 Check HDD Status
NO.: Hard disk serial number.
Status: Shows HDD self-test status and results.
Last test time: The last time you test HDD.
Temperature: Shows HDD temperature in real-time.

Life time (hours): Shows how long the time have you used this HDD.

Note:

»  We provide two types of self-test, brief and extended. Extended type will be taking a little
longer time than brief type. And you can stop while it’s been self-testing if you want.

4.6 Smart

4.6.1 Smart search

Click on "Smart — Smart Search" into the Face detection searching interface, as shown in figure 4-
52. This page you can select the record channel which had triggered face detection and has
recording files. Then you can set the Start time and End time.

At last, click ‘Search’ to search the face recorded in the specified channel during a time period.
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Smart > Smart search > Face detect

Face detect

Smart search 2 13 14 15 16

foy 29 30 31 32

08

08

Figure 4-52 Smart Search

Figure 4-53 Smart Search results

In this page, you can select the way of face detection’s preview ---chart or list. Then you can
choose some recordings and decide whether to back up the pictures or videos.

4.6.2 Human Shape Retrieval

Click on "Smart — Human Shape Retrieval " into the Human Shape searching interface, as shown
in figure 4-54. This page you can select the record channel which had triggered Human Shape
detection and has recording files. Then you can set the Start time and End time.

At last, click ‘Search’ to search the face recorded in the specified channel during a time period.
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Smart > Smart search > Human Shape Retrieval

Human Shape Retrieval

Smart search

Figure 4-54 Human Shape Retrieval

Figure 4-55 Human Shape Retrieval results

In this page, you can select the way of Human Shape detection’s preview ---chart or list. Then you
can choose some recordings and decide whether to back up the pictures or videos.

4.6.3 Statistics

4.6.3.1 Crossing line statistics

The feature is used to calculate the number of people entered or left a certain configured area
and generate daily/weekly/monthly/annual reports for analysis.
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Smart > Line statistics > Line statistics

Line statistics
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Figure 4-56 Crossing line statistics
Channel: Select the channel.
Enable: Crossing line statistics enabled switch.

[

[

® Show data: Show the in/out data in the top-left corner.

® Schedule: Set the time slot to detect crossing. You can take the setting of chapter
4.

7.1.1 motion detection for reference.

You can add virtual line to the surveillance area like following steps:
1. Choose the line number, the maximum number of the line is 1.
2. Select the direction: A->B, B->A.
A->B: when the people crossing the configured line from the A side to the B side can be
counted as in, and when the people crossing the configured line from the B side to the A
side can be counted as out.
B->A: when the people crossing the configured line from the B side to the A side can be
counted as in, and when the people crossing the configured line from the A side to the B
side can be counted as out.
3. If you want to re-plot a line, please click Clear button and then draw a new line.
4. If you want to re-count the in/out data, please click Clear data button to make them as

0.

5. Click the Apply button to save the settings.

4.6.3.2 Statistical table

The feature is used to show the crossing line statistics result by chart.
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Smart > Line statistics > Statistical table

Statistical table

Line statistics

Statistics
Ly

Figure 4-57 statistics table
® Channel: Select the channel.
® Report type: Select report type.
®  Statistics time: Select time of statistics you want to check
After finishing choosing, please click Statistics button to check the result.

4.7 Event

4.7.1 Detect

4.7.1.1 Motion

Motion detection is to detect the movement of the channel. If any movement appears in the
surveillance area, the NVR will detect it and respond according to the settings.

Click on the "Event — Detect - Motion" into the setting interface.
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Figure 4-58 Motion Detect

® Channel: Select the channel.

® Enable: Motion detection-enabled switch.

® Schedule: Set the time slot of motion detection. Here it supports 6 time slots at most.
You can copy the setting to other days: click Copy, and select another weekday, click Paste
to have it configured as the former one. Click Default to clear all the settings. (as shown in

figure 4-59)

Sun

Mon

Copy Default

Figure 4-59 Schedule Setting

® Interval: Set the time interval of each motion detection triggered.
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® Trigger process: Set the handling action of motion detection, including alarm output,
alarm delay, show massage, buzzer, send Email, record channels and record delay, PTZ act,
tour and Snapshot (as shown in figure 4-60).

Event process

Alarm out

Alar

Buzz time

mail

PTZ Action

Tour

Snapshot

Interval

Figure 4-60 Event Process

® Sensitivity: Set Sensitivity of motion detection, range from 1to 6.
® Human Shape Filter: After enabling it, motion detection will trigger only when detect
the human shape. (It needs private protocol IPC which supports this function too)

You need to select the surveillance area on the screen, by click and drag the mouse, or you can

click the button Select All to select all the surveillance area, or click the button Clear to reset the
button:

8 020
In: 16_Qutio 2020:08-111114 46!39

Clear

Figure 4-61 Select partially Figure 4-62 Select All
Click Apply button to save the settings.
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4.7.1.2 Masking

Detect video masked on a channel and take alarm response actions.

Click on the "Event — Detect - Masking" into the graphical interface.

Event > Detect > Masking

Masking

Detect

Figure 4-63 Masking
® Channel: Select the channel.
® Enable: Video masking enabled switch.
® Schedule: Set the time slot to detect video masking. You can take the setting of
chapter 4.7.1.1 motion detection for reference.
® Trigger process: Set the handling action of masking detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.
After all the settings finished, click the button Apply to activate all the settings.

4.7.1.3 Video Lost

Detect video loss of a channel and take alarm response actions.

Click on the "Event — Detect - Video Lost "into the graphical interface.
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Event > Detect > Video lost

Video lost

Detect

-
2020:08:12:16/55:15

Figure 4-64 Video Lost

Channel: Select the channel.
Enable: Video loss enabled switch.

Schedule: Set time slot to detect video loss.

Trigger process: Set the handling action of video loss detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.
After all the settings finished, click the button Apply to activate all the settings.

4.7.2 Alarm Port

Set the handling action of external sensor alarms, including alarm input and alarm output.

4.7.2.1 Alarm input

Click on the "Event — Alarm In - Alarm input "into the graphic interface
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Event > Alarm In > Alarm input

Alarm input

Alarm In
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Figure 4-65 Alarm Input

Alarm input device is a kind of device which can detect the surveillance area by some sensors
such as infrared sensor or temperature sensor, and when the environment is been changed, the
sensor will detect information and alter the status.
® Name: Set the name of the Alarm input device.
® Type: Normal Open/Normal Close. It means the system support those external sensor
alarms which have two statuses: Open and Close. When the status switches from Open —>
Close, or from Close—>0pen, alarm will be triggered.
® Enable: Alarm in enabled switch.
®  Status: Show the trigger status of alarm input port.
® Operation: It includes two kinds of operations
(1) Schedule: Set time slot to detect video loss.
(2) Trigger process: Set the handling action of alarm in detection; please take the
setting of chapter 4.7.1.1 motion detection for reference.
® Interval: Set the time interval of each Alarm in triggered.

4.7.2.2 Alarm output

Click on the "Event — Alarm In - Alarm output "into the graphic interface
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Event > Alarm In > Alarm output

Alarm output

Alarm In

Figure 4-66 Alarm output

Alarm output device is a kind of device which can output warning signal such as sound or light, to

remind the user that there’s alarm being triggered.

® Name: Set the name of the Alarm output device.
® Type: Three types: Schedule/Manual/Stop. Schedule means the alarm output device
will be activated when the NVR detects the alarm. Manual means the alarm output device
will be activated after choosing the Manual and press the button Apply. Stop means the
alarm output device is not on-guard.
®  Status: Show the trigger status of alarm output port.
After all the settings finished, click the button Apply to activate all the settings. You can also click
Copy to to copy the setting to another port.

4.7.2.3 Network Alarm

Click on the "Event — Alarm In — Network Alarm" into the graphic interface

This function can get alarm from IPC’s alarm input port, and then make actions on NVR.
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Event > Alarm In > Network alarm

Network alarm

Alarm In
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Figure 4-67 Network Alarm
Enable: Alarm in enabled switch of IP channel.
Name: Set the name of the Alarm input device.
Alarm channel: Show which IP channel’s alarm input it is.
Port: Show which alarm input port of IP channel it is.

Operation: It includes four kinds of operations
(1) Edit: Select IP channel and it alarm in port.

Edit

Name \etwork alarm1

Alarm channel D1 [D]CAM 1

Port Port1

Figure 4-68 Edit Network Alarm

(2) Schedule: Set time slot to detect video loss.

(3) Trigger process: Set the handling action of alarm in detection; please take the
setting of chapter 4.7.1.1 motion detection for reference.

(4) Delete: Clear IPC’s alarm in port so that NVR won’t receive its alarm trigger.
® Type: Normal Open/Normal Close. It means the system support those external sensor
alarms which have two statuses: Open and Close. When the status switches from Open —>
Close, or from Close—>0pen, alarm will be triggered.
®  Status: Show the trigger status of alarm input port.
® Interval: Set the time interval of each Alarm in triggered.
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4.7.3 System Alert

Exception settings refer to the handling action of various exceptions, including No writable disk,
Disk error, Disk no space, Network Disconnection, IP Conflicted.

Click on the "Event - System Alert "into the graphical interface.

Event > System Alert > System Alert

System Alert

System Alert

Figure 4-69 Exception Alarm

® No writable disk: If all HDD are set to only read, this exception will be triggered. It
supports these methods to remind the user about the exception: Show Message, Buzzer,
Send Email and Alarm Out.

® Disk Error: If writing HDD error or DHH is unformatted, this exception will be triggered.
It supports these methods to remind the user about the exception: Show Message and
Buzzer.

® Disk No Space: You can set minimum percentage of hard disk space. The handling
actions of this exception are Show Message, Buzzer, Send Email and Alarm Out.

® Network Disconnection: If network is disconnected, this exception will be triggered. It
supports these methods to remind the user about the exception: Show Message, Buzzer
and Alarm out.

® IP Conflicted: Contain If IP conflict with other device at the same network, exception
will be triggered. It supports these methods to remind the user about the exception: Show
Message, Buzzer and Alarm out.

® S.M.A.R.T: This exception is about HDD health detection. It will be triggered when the
HDD of device have some problems and not work under good condition. It supports these
methods to remind the user about the exception: Show Message and Buzzer.

After all the settings finished, click the button Apply to activate all the settings.
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4.7.4 Intelligent detection

4.7.4.1 Line Crossing

Crossing detection is used to detect the object crossing the set virtual line. The direction can be
set as bidirectional, or from side A to B, or from side B to A. If there’s object move from one side
to another, it will trigger the alarm and the NVR will respond those actions as configured, such as

record, show message, send email, etc.

Click on the "Event - Intelligent detection - Line Crossing" into the graphical interface.

Event > Inteligent detection > Intelligent detection
Intelligent detection
Line Crossing

Ini 990 Out38

-

Intelligent detection
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Figure 4-70 Line Crossing

® Channel: Select the channel.

® Enable: Crossing detection enabled switch.

® Schedule: Set the time slot to detect crossing. You can take the setting of chapter
4.7.1.1 motion detection for reference.

® Interval: Set the time interval of each crossing detection triggered.

® Trigger process: Set the handling action of crossing detection; please take the setting

of chapter 4.7.1.1 motion detection for reference.

You can add virtual line to the surveillance area like following steps:
1. Choose the line number, the maximum number of the line is 4.
2. Select the direction: A<->B, A->B, B->A.
A<->B: Only the arrow on the B side shows; when an object going across the configured line

with both directions can be detected and alarms are triggered.
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A->B: Only the object crossing the configured line from the A side to the B side can be
detected.

B->A: Only the object crossing the configured line from the B side to the A side can be

detected.

3. Adjust the sensitivity. Range from 1-100.The higher the value is, the more easily the
detection alarm can be triggered.

4. Click the Apply button to save the settings.

In: 993 OuL.38 2020-08-17/14:52:24 Channel 01[D]CAM 1

Enable

Number

Default

Figure 4-71 Add Virtual Line
After all the settings finished, click the button Apply to activate all the settings.

4.7.4.2 Area Intrusion

Intrusion detection function detects people, vehicle or other objects which enter in a pre-defined
virtual region from outside, and some certain actions can be taken when the alarm is triggered.

Click on the "Setting - Intelligent detection - Area Intrusion "into the graphical interface.
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Event > Inteligent detection > Intelligent detection

Intelligent detection

Area Intrusion
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Figure 4-72 Area Intrusion
® Channel: Select the channel.
® Enable: Intrusion detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of each intrusion detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting

of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:

1. Choose the area number, the maximum number of the area is 4.

2. Set detect time threshold. For example, if you set the time threshold is 5 seconds and
someone intrude your area about 3 seconds alarm cannot be triggered.

3. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

4. Percent. Range from 1-100. For example, if you set the percent is 50, alarm will be
triggered only when the area be intruded more than half.

5. Click the Apply button to save the settings.
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Figure 4-73 Set Intrusion Zone
After all the settings finished, click the button Apply to activate all the settings.

4.7.4.3 Region Entrance

Region Entrance function detects people, vehicle or other objects which enter in a forbidden pre-
defined virtual region from outside, and some certain actions can be taken when the alarm is
triggered.

Click on the "Event - Intelligent detection - Region Entrance" into the graphical interface.

Event > Intelligent detection > Intelligent detection

Intefligent detection

Region Entrance

In: 995 Out.38 2020:08-1714:57.45

Intelligent detection

Figure 4-74 Region detection
® Channel: Select the channel.

® Enable: Intrusion detection enabled switch.
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® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.

® Interval: Set the time interval of each intrusion detection triggered.

® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:
1.Choose the area number, the maximum number of the area is 4.
2.Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.
3.Click the Apply button to save the settings.
After all the settings finished, click the button Apply to activate all the settings.

4.7.4.4 Region Exiting

Region Exiting function detects people, vehicle or other objects which exit a forbidden pre-
defined virtual region from inside, and some certain actions can be taken when the alarm is
triggered.

Click on the "Event - Intelligent detection - Region Exiting "into the graphical interface.

Event > Intelligent detection > Intelligent detection

Intelligent detection

Reglon Exiting

ering Detect

2020:08:17/14.59.20

In: 995 Out 38

Inteligent detection

Figure 4-75 Region detection
® Channel: Select the channel.
® Enable: Intrusion detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of each intrusion detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.
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You can add virtual area to the surveillance area like following steps:
1.Choose the area number, the maximum number of the area is 4.
2.Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.
3.Click the Apply button to save the settings.
After all the settings finished, click the button Apply to activate all the settings.

4.7.4.5 Fast Moving

Fast Moving function detects people, vehicle and some other objects that move with forbidden
speed, and some certain actions can be taken when the alarm is triggered.

Click on the "Event - Intelligent detection - Fast Moving "into the graphical interface.

Event > Intelligent detection > Intelligent detection

Intelligent detection
Fast Moving

Ini 995 _Out 38

A

Inteligent detection : o

4

Figure 4-76 Fats Moving
® Channel: Select the channel.
® Enable: Intrusion detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of each intrusion detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting

of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:
1.Choose the area number, the maximum number of the area is 4.
2.Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the

detection alarm can be triggered.
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3.Click the Apply button to save the settings.
After all the settings finished, click the button Apply to activate all the settings.

4.7.4.6 Unattended Object

Unattended Object function detects articles that left in a certain pre-defined virtual region, and
some certain actions can be taken when the alarm is triggered.

Click on the "Event - Intelligent detection - Unattended Object "into the graphical interface.

Event > Intelligent detection > Inteligent detection

Intelligent detection

Unattached Object
People Gathering Detect

In: 995 Out 38

2020:08:17/15:04.48

Intelligent detection

Figure 4-77 Unattended Object
® Channel: Select the channel.
® Enable: Intrusion detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of each intrusion detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting

of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:
1.Choose the area humber, the maximum number of the area is 4.
2.Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.
3.Set detect time threshold. For example, if you set the time threshold is 5 seconds and
someone intrude your area about 3 seconds alarm cannot be triggered.
4.Click the Apply button to save the settings.
After all the settings finished, click the button Apply to activate all the settings.
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4.7.4.7 Object Missing

Object Missing function detect articles that missing in a certain pre-defined virtual region, and
some certain actions can be taken when the alarm is triggered.

Click on the "Event - Intelligent detection - Object Missing "into the graphical interface.

Event > Intelligent detection > Intelligent detection

Intelligent detection

Object Missing

2020-08:17/1505:50
——— A

Intelligent detection

Figure 4-78 Object Missing
® Channel: Select the channel.
® Enable: Intrusion detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of each intrusion detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:
1.Choose the area number, the maximum number of the area is 4.
2.Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.
3.Set detect time threshold. For example, if you set the time threshold is 5 seconds and
someone intrude your area about 3 seconds alarm cannot be triggered.
4.Click the Apply button to save the settings.
After all the settings finished, click the button Apply to activate all the settings.

4.7.4.8 Face Detection

Face detection function detect peoples’ faces in a certain pre-defined virtual region, and some

certain actions can be taken when the alarm is triggered.
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Click on the "Event - Intelligent detection - Face Detection "into the graphical interface.

Event > Inteligent detection > Intelligent detection

Intelligent detection

Face Detection

2020-08:17/15.09:20

Intelligent detection

Figure 4-79 Face Detection
® Channel: Select the channel.
® Enable: Face Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Face Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:

1. Choose the area number, the maximum number of the area is 4.

2. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

3. Click the Apply button to save the settings.

After all the settings finished, click the button Apply to activate all the settings.

4.7.4.9 Loitering Detection

Loitering Detection alarm is triggered when people, go straight and back at least 3 times, or go
not in a straight line in a pre-defined virtual region, and some certain actions can be taken when

the alarm is triggered.

Click on the "Event - Intelligent detection - Loitering Detection "into the graphical interface.
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Figure 4-80 Loitering Detection
® Channel: Select the channel.
® Enable: Loitering Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Loitering Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:

1. Choose the area number, the maximum number of the area is 4.

2. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

3. Set detect time threshold. For example, if you set the time threshold is 5 seconds and
someone intrude your area about 3 seconds alarm cannot be triggered.

4. Journey: 3 modes can be chosen in Loitering Detection, Offset, Weight and Journey. You can
choose one, two or all of them.

5. Click the Apply button to save the settings.

After all the settings finished, click the button Apply to activate all the settings.

4.6.1.10 Parking Detection

Parking Detection alarm is triggered when park in a pre-defined virtual region, and some certain
actions can be taken when the alarm is triggered.

Click on the "Event - Intelligent detection - Parking Detection "into the graphical interface.
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Figure 4-81 Parking Detection
® Channel: Select the channel.
® Enable: Loitering Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Parking Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:

1. Choose the area number, the maximum number of the area is 4.

2. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

3. Set detect time threshold. For example, if you set the time threshold is 5 seconds and
someone intrude your area about 3 seconds alarm cannot be triggered.

4. Click the Apply button to save the settings.

After all the settings finished, click the button Apply to activate all the settings.

4.6.1.11 People Gathering Detection

People Gathering Detection alarm is triggered when there are many people in a pre-defined
virtual region, and some certain actions can be taken when the alarm is triggered.

Click on the "Event - Intelligent detection - People Gathering Detection "into the graphical
interface.
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Figure 4-82 People Gathering Detection
® Channel: Select the channel.
® Enable: Loitering Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of People Gathering Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:

1. Choose the area number, the maximum number of the area is 4.

2. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

3. Set detect time threshold. For example, if you set the time threshold is 5 seconds and
someone intrude your area about 3 seconds alarm cannot be triggered.

4. Adjust the percent. Range from 1-100. The higher the value is, the more edge pixels needed
to trigger the detection alarm.

5. Click the Apply button to save the settings.

After all the settings finished, click the button Apply to activate all the settings.

4.7.4.12 Human Shape Detection

Human Shape detection function detect human shape in a certain pre-defined virtual region, and
some certain actions can be taken when the alarm is triggered.

Click on the "Event - Intelligent detection — Human Shape Detection "into the graphical interface.
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Figure 4-83 Human Shape Detection
® Channel: Select the channel.
® Enable: Face Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Face Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

You can add virtual area to the surveillance area like following steps:

4., Choose the area number, the maximum number of the area is 4.

5. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

6. Click the Apply button to save the settings.

After all the settings finished, click the button Apply to activate all the settings.

4.7.5VvQD

4.7.5.1 Video diagnosis

4.7.5.1.1 Blurred detection

Blurred Detection alarm is triggered when the focus of lens is abnormal, and some certain
actions can be taken when the alarm is triggered.

Click on the "Event — VQD - video diagnosis - Blurred Detection "into the graphical interface.
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Figure 4-84 Blurred Detection
® Channel: Select the channel.
® Enable: Loitering Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Parking Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting

of chapter 4.7.1.1 motion detection for reference.

Follow the steps to set the detection rules:

1. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

2. Click the Apply button to save the settings.

After all the settings finished, click the button Apply to activate all the settings.

4.7.5.1.2 Scene change detection

Scene change Detection alarm is triggered when the scene is changed a lot especially the
direction of lens was moved by someone, and some certain actions can be taken when the alarm
is triggered.

Click on the " Event - VQD - video diagnosis - Scene change Detection "into the graphical

interface.
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Figure 4-85 Scene change Detection
® Channel: Select the channel.
® Enable: Loitering Detection enabled switch.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Parking Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

Follow the steps to set the detection rules:
1. Adjust the sensitivity. Range from 1-100. The higher the value is, the more easily the
detection alarm can be triggered.

2. Click the Apply button to save the settings.
After all the settings finished, click the button Apply to activate all the settings.

4.7.5.2 Audio exception detection

Audio exception detection alarm is triggered when audio around camera is abnormal, and some
certain actions can be taken when the alarm is triggered.

Click on the "Event - VQD - Audio exception detection "into the graphical interface.
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Figure 4-86 Audio exception Detection
® Channel: Select the channel.
® Schedule: Set the time slot to detect intrusion. You can take the setting of chapter
4.7.1.1 motion detection for reference.
® Interval: Set the time interval of Parking Detection triggered.
® Trigger process: Set the handling action of intrusion detection; please take the setting
of chapter 4.7.1.1 motion detection for reference.

Follow the steps to set the detection rules:

1. Check the checkbox of Audio input anormal, Strong sound intensity, Drop sharply.
Strong sound intensity: Detects the sound steep rise in the surveillance scene. You can
set the detection sensitivity and threshold for sound steep rise.

2. Sensitivity: The smaller the value is, the more severe the change should be to trigger

the detection. Range from 1-100.

3. Threshold: It can filter the sound in the environment. The louder the environment
sound, the higher the value should be. Adjust it according to the environment. Range
from 1-100.

4. Drop sharply: Detects the sound steep drop in the surveillance scene. You need set the
detection sensitivity. Range from 1-100.

4.7.6 Alarm Status

4.7.6.1 Alarm Information

Click on the "Event - Alarm status - Alarm information "into the graphical interface.
In this GUI you can playback the record video of the Alarm. Shown as figure 4-87.
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Figure 4-87 Alarm Status — Alarm Information

4.7.6.2 Input/Output

In this GUI you can check the status of NVR’s alarm input/output ports. Shown as figure 4-88.

Event > Alarm Status > Input/Output

Input/Output

Alarm Status

Figure 4-88 Alarm Status — Input/Output
® Name (Type): Contain alarm in and alarm out type and shows alarm name.
® Type: Alarm in contain normal open/normal close type, alarm out contain
schedule/manual/stop type.
® Alarm status: Shows alarm status, contain “On” and “Off” type.
® Record channel: Alarm in linkage video record channels.
» Alarm Information
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4.8 System

4.8.1 Base

Click on the "System - Base "into the general interface, as shown in Figure 4-89.

System > Base > Base

Figure 4-89 Base
® Language: Simplified Chinese, English, Italian, Russian, Portuguese, Turkish, Persian,
Arabic, Cesky.
Time zone: Select your corresponding time zone here.
System time: Set the system data and time.
Time formatl: Choose list separator of the data format: dot, beeline and solidus.
Time format2: Choose the data format: YMD, MDY, and DMY.

Time Format3: Choose time format: 24-hour or 12-hour.

DST: Choose the summer time option and pop the dialog box as followed.

Day of Week

D

Cancel

Figure 4-90 DST (week)
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Day of Week
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Figure 4-91 DST (date)
® Auto Logout: Set the latency time in 0-60. 0 means no latency time.
®  Startup Wizard: The startup wizard can guide you to finish some important settings of
the ANVR. You can also choose to skip this step.
® Device No: When you are using one remote control to control several NVRs, you can
give a number to each NVR as address for your management.
® Host Name: NVR’s name
® Smart display: It will display smart alarm line or area after you enable this function.
® Smart tracking display: It will track the moving objects from the specified intelligent
alarm type.
® Preview strategy: Real-time priority and Fluent priority is available for the preview

strategy

4.8.2 Security

4.8.2.1 Account

Click on " System — Security - Account" into the account interface, as shown in figure 4-92.

There are three default accounts in the NVR: admin/guest/default, their default passwords are

empty. The account of admin is an administrator, it has the permission to add and delete any

user and configure user parameters. The account of default is used when logout, and this

account just has preview permission, so that we can also use this account to decide which

channel’s preview can be shown when logout.
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System > Security > Account

Account

Security

Config

Figure 4-92 Account

»  The character length of name is 64 bytes at most for the following users and users’ group.
Legal characters include: letter and number, other characters are forbidden.

»  The user management includes: group/ user. One user should belong to one group.

® Add Group: Add a user group and set the permission. There are many different
permissions: control panel, real time surveillance, playback, recording setup, video file
backup and so on.

System > Security > Account

Account

Security

Add group

Figure 4-93 Add group
® Add user: Add a user in the group and set the user permission. Enter the menu
interface and input the user name and password. Choose the group and choose whether
using the. Re-useable function, this function allows multiple users use the same account to
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login. User’s right cannot exceed group’s right. We recommend that the common user’s
permission is lower than the advanced user.

System > Security > Account

Account

Security

Add user

Figure 4-94 Add user
® Modify Group: Modify the existing groups’ attribute, as shown in figure 4-95.

System > Security > Account
Account
ol Nams

Security

Modiy group

Figure 4-95 Modify group

® Modify User: click iconto modify the existing users’ attribute, as shown in figure 4-

96.
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System > Security > Account

Account

Security

Figure 4-96 Modify User
® Modify password: You can set password among 1-64 bytes, legal characters include
letter and number, other characters are not forbidden, as shown in figure 4-97.

Modify Ps

admin
(T 1]
ssseee

Confirm (IITTT]

Pattern Lock Setling the Pattern Lock

Figure 4-97 Modify password

(1) Name: Choose a user which you want to modify password.

(2) Old Password: Before modifying password or setting the Pattern lock, please enter the old
password firstly.

(3) Modify: Before modifying password, please click Modify button firstly.

(4) New Password: After clicking Modify button, please enter new password you want.

(5) Confirm: Enter new password again.

(6) Pattern Lock: Some devices support set pattern lock, click Setting the Pattern Lock button
and then use the mouse to draw a pattern among the 4 dots on the screen, and release the
mouse when the pattern is done.

Note:

» The user who possess the user control permission can modify his/her own or other users

‘password.
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4.8.2.2 Access

In this chapter by setting the IP address to be blocked and trusted, you can block specific IP
address or allow some trusted IP.

Click on the "System - Security - Access "into the graphical interface.

System > Security > Access

Access

Security
&) IP Blocked

[m] 192.168.4.33

Figure 4-98 Access
® Blocked Sites: The IP Addresses which are added to blocked sites are not allowed to
login NVR.
® Trusted Sites: Only the IP Addresses which are added to trusted sites are allowed to
login NVR.

You can add IP or delete IP by clicking Add IP and Delete IP buttons. After the operation is
finished, click the Save button.

4.3.7.3 Online Users

Click on the "System - Security - Online Users" into the graphical interface.
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System > Security > Online users

Online users

Security

Figure 4-99 Online Users
User Name: Remote device login this NVR device account.
IP: User remote access devices IP Address.

Login Type: Remote connection type.

Disconnect: Disconnect the connected user, and disconnected users will reconnect
automatically in a while.

® Block: Shielding the connected user in a time that you set, and remote user will
reconnect in that time.

4.8.3 Maintain

4.8.3.1 Version

Click on the "System - Maintain - Version” into the graphical interface.
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System > Maintain > Version

Version

Maintain

Figure 4-100 Version of Software
Type: Devices’ model type.
System: Shows the system version.
Release date: Software release date.
MAC: The Mac address of device.

Update firmware version (Cloud Upgrade): User can manually check if there is a new

firmware version, once select upgrade, device will download the new FW from cloud server
and upgrade by itself automatically, the cost time depends on the network speed.

4.8.3.2 Upgrade

Click on the "System - Maintain - Upgrade" into the graphical interface. On this page you can
upgrade your device by use USB flash disk.

System > Maintain > Upgrade

Upgrade

Maintain
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Figure 4-101 Upgrades NVR
® Detect: Manually detect the USB flash disk on this device.
® Upgrade: Select the correct file and click the “upgrade” button to upgrade the device,
then click “ok” button to reboot the device after upgrade successfully.
Note:
»  You will be asked to format HDD in order to enjoy new version FW which support many
smart functions.

Format HDD

Figure 4-102 Format HDD

4.8.3.3 Auto maintain

Click on " System - Maintain — Auto maintain" into the graphical interface, as shown in figure 4-
103. User can set the auto reboot time to maintain the device.

System > Maintain > Auto maintain

Auto maintain

Maintain

Figure 4-103 Auto Maintain
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4.8.4 Config

4.8.4.1 Import/Export

Click on the "System - Config — Import/Export" into the graphical interface.
On this page you can backup device parameters into USB flash disk.

System > Config > Import/Export

Import/Export

Figure 4-104 Import/Export config file
Detect: Detect the USB device.
Name (type): File name and file type, and the backup file is “.coi” type.
ATTR: Shows the file type.
Export: Export the parameters backup file into USB disk.

Import: Choose the backup file and click import button, your device parameters will
change into the new one.

4.8.4.2 Default

Click on the "System - Config - Default "enter the graphic interface.

91



System > Config > Default

Default

Config

Figure 4-105 Default
On this page you can choose the function item, General/Channel name/Control/Network/Motion
Detect/Alarm/Abnormality/PTZ/Display/IP Channel/Smart settings/Cloud Authentication Code,
and after click execute button, the item what you chosen restore defaults. And you can also
select the “select all” button, all the items restore default.

4.8.5 Display setting

4.8.5.1 Display

Click on the " System — Display settings - Display" into the display setting interface, as shown in
Figure 4-106. In this pare you can adjust video output parameters.

For 6B series NVR, they support show different things on two monitors, and their display mode
includes

(1) Homologous: All monitors will display the same thing.

(2) VGA/HDMI1, HDMI2: VGA/HDMI1 port will display the different thing with HDMI2 port.

(3) HDMI1, VGA/HDMI2: VGA/HDMI2 port will display the different thing with HDMI1 port.
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System > Display settings > Display

Display

Display settings

Figure 4-106 Display

4.8.5.2 Tour

Click on the "System — Display settings - Tour "into the graphical interface.

System > Display settings > Tour

Display settings

Figure 4-107 Tour

® Layout: The channel quantity and channel group for preview, for example there’s a
64ch NVR, and choose View 16 — 1, the preview interface will show channel 1-16; if choose
View 16 — 2, the preview interface will show channel 17-32, etc.
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® Dwell Time: The time in seconds to dwell between switching of channels when
enabling auto-switch in Live View.

And if you choose advanced tour in ‘Dwell time’, the setting method is shown as following
picture:

System > Display seftinne >

fia

Display settings Al 18 £21 Jaf B4l 15 6 m74 Fud (93 MO 4t H2: {3 M4l S |6 7 4% 1Y 2

21 22 23 24 25 26 27 28 29 30 ¥ 32

Figure 4-108 Advanced tour
® Interval: Interval time setting, the range of values is from 5s to 120s.
® View: View checking about tour.

4.8.5.3 View setting

Click on the "System — Display settings - View Setting "into the graphical interface.

System > Display settings > View Setting

View Setting

Display settings
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Figure 4-109 View Setting
Step 1. Select the Channel from the drop-down list.
Step 2. Click a window to select it, and then double-click a camera name in the channel list
you would like to display. Setting an ‘X’ means the window will not display any camera.

Step 3. You can also click to start live view of all channels in order and click to

stop live view of all channels. Click n or D to go to the previous or next page.

Step 4. Click the Apply button.

4.8.6 Reminder

Click on " System - Reminder" into the Patrol interface, as shown in figure 4-110. The user can set
the time interval between two patrol checks and the time period for cloth removal.

System > Reminder > Reminder

Reminder

Half an hour

4 : 12 14 6 C 22 24

Reminder

Figure 4-110 Reminder

When patrol detection occurs, the system will jump out of the following figure 4-111. Click OK,
the patrol will be detected successful. Otherwise, it will fail; the information can be searched in
the log message.

Reminder

Click OK, reminder log records
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Figure 4-111 Patrol success

4.8.7 Log

Click on the "System - Log "into the graphical interface.

System > Log > Log

Figure 4-112 Search System Log
You can check device operation log on this page.
® Type: Search type include “System”, “Config”, “Storage”, “
“Clear”, “Playback”.

® Start time/End time: Set the period you want to search.

Alarm”, “Record”, “Account”,

® Search: After you set the period and search type, click the search button, and device
can save 4096 logs tops.

® Prev/Next: It can show 1000 logs in one page, and you can check on more by click
“Prev/Next” button.

® Clear: Delete all log information.

®  Filter: On this page you can chose whether cover the log after it’s full, and decide
which type operation log you want to save.

® Detect: Detect the USB device.

® Export: Export the operations log into the USB flash disk.

4.9 Network

Before the NVR connects to the Network, you need to configure the related settings of Network.
In this chapter, we can set the basic network configuration, WIFI, 3G/4G, P2P, DDNS, UPNP,
Email, FTP, NTP, Access, etc.
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4.9.1 Base

4.9.1.1 TCP/IP

Click on " Network — Base — TCP/IP" into the network base settings interface, as shown in figure
4-113. This page you can set the device IP Address, gateway, DNS as well as view MAC Address. If
the NVR has two Ethernet ports, you can connect with two net segments and set one for default
Route.

Network > Base > TCP/P

Figure 4-113 Basic Setting of Network

DHCP: Obtain IP address automatically.

IP Address: Set the IP address of NVR. Default is 192.168.1.10

Subnet Mask: Default is 255.255.255.0.

Gateway: Default is 192.168.1.1.

MAC: the physical address of NVR.

DNS setup: Domain Name Server, it translates the domain name into IP address, it

contains primary DNS and secondary DNS.

® Internal IP: Set the beginning of IP addresses of those IP Cameras connected to POE
panel. Default is 192.168.3.10. Make sure that this value should not be at the same subnet
with the IP address of NVR.

® Max Users: The maximum number of users can simultaneously access the NVR. Default
value is 10.

® HS Download: Download at a high speed on the network side.

® Transfer Mode: There are three modes: quality preferred, fluency preferred and
adaptive. The code stream will adjust itself according to the setup, adaptive is the tradeoff
between the image quality preferred and fluency preferred, fluency preferred and adaptive
are valid only when the sub-stream is turned on, otherwise, quality preferred is valid.
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Note:
»  You can’t set internal IP address if the NVR is not support POE function.

4.9.1.2 NTP

A Network Time Protocol (NTP) Server can be configured on your NVR to ensure the accuracy of
system date/time.

Click on the "Network - Base - NTP "Into the graphical interface. This page can be set NTP server
IP, server port, update schedule.

Network > Base > NTP

Figure 4-114 NTP Setting
® Enable: Enable the NTP service.
® Server IP: The NTP Server IP address or host name. Support two built-in server IPs and
custom way.
®  Port: Port of NTP server.
® Update Schedule: Time interval between the two synchronizing actions with NTP
server. The unit is minute.

Click the button Save to save the configuration.

Note:

»  The time synchronization interval can be set from 1 to 65535min, and the default value is 10
min. If the NVR is connected to a public network, you should use a NTP server that has a time
synchronization function, such as the server at the National Time Center.
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4.9.1.3 Email

The system can be configured to send an Email notification to all designated users if an alarm
event is detected, etc., an alarm or motion event is detected.
The network must be connected to the Internet in order to connect to the Email SMTP server.

Click on the " Network — Base- E-mail" into the graphical interface.

Network > Base > Email

Figure 4-115 E-mail Setting
Enable: Enable the Email service.
SMTP Server: The SMTP Server IP address or host name.
SMTP Port: The SMTP port. The default TCP/IP port used for SMTP is 25.
Open SSL: Click the checkbox to enable SSL if required by the SMTP server.
User Name/Password: The username and password of the sender email accounts.
Sender: Displayed by the recipient of the message sender email address.
Title: The title displayed in the email.
Receiver: The Email address of user to be notified (3 receivers at most).
Channel: The channel you want to set to use email function.

Week day: The date when you want to set the email schedule for the designated
channel.
® Schedule: The time period you want to set when the designated channel are allowed
to send email, and there’re two schedules available to set.

After finishing the setting, you can click the button MailTest to try to verify the email service is

available, and click the button Apply to activate the configuration.
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4.9.2 P2P

NVR can be connected to Cloud service and users can visit the NVR by its Cloud ID through
Cellphone APP or the website http://web.qgvcloud.net.

Click on " Network - P2P "Into the graphical interface. This page shows the iPhone or Android
APP download links, and the cloud ID Identification code.

Network > P2P > P2P

Figure 4-116 P2P Setting

® Enable: P2P Function enabling switch.

® Status: Display P2P status.

® Cloud ID: P2P Identification number.

® |E Web: The P2P web address.
You can visit NVR by entering IE Web address in the Web Browser of your computer, and click
the option By Device, fill in the blank with the serial code Cloud ID, and Username, Password of
NVR.

4.9.3 Network State

4.9.3.1 Base

Click on the "Network — Network State - Base" into the graphical interface.
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Network > Network State > Base

Network State

Figure 4-117 Interface of Check Base Network
This page shows device network parameters, and DHCP enable status.

4.9.3.2 Flow

Click on the " Network — Network State - Flow" into the graphical interface.

Network > Network State > Flow

Network State

Figure 4-118 Flow of Network
You can check transmission and receive status by LAN Port.

® Receive: Shows the byte rate that NVR device received in real-time.
® Transmit: Shows the byte rate that NVR device transmit in real-time.
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4.9.4 Advanced

4.9.4.1 FTP

You can upload the record file onto an FTP server by configuring the FTP settings. It allows you to
upload the record file by the record type and record time.

Click on the " Network — Advanced - FTP "Into the graphical interface.

Network > Advanced > FTP

Advanced

Figure 4-119 FTP Setting

® FTP setting: divided into video FTP and pictures FTP, you can set up your server IP, port,
user name, password, directory, file length, and there is the Anonymous option, and FTP
Setting whether the testing successful.

® Channel setting: you can select the channel to transmit, set up on weekday, as well as
the time period.

After finishing the setting, you can click the button FTP Test to try to verify the FTP service is

available, and Copy To button is used to copy the configuration of current channel to other
channels. Click the button Apply to activate the configuration.

4.9.4.2 Cloud Storage

As a new feature our device support upload video & picture to the cloud. Device will upload the
video and picture to the cloud automatically after you set this function correctly.

Click on the " Network - Advanced - Cloud Storage "into the graphical interface.
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Network > Advanced > Cloud Storage

Cloud Storage

Advanced

Figure 4-120 Cloud Storage
Enable: Enable the cloud storage function.

Cloud Type: Support two kinds of cloud type “Google Drive” & “Dropbox”.
Status: Shows the cloud storage function status “Bind” or “Unbind”.

Operation: Make sure you have already access to internet, click “Bind” button, the
device and your Google account are will be bound.
® Upload directly: You can set the path of your account folder on your device.
® File length: Set the video length that will upload to the cloud.
It’s about how you can enable this cloud storage function. You can set which kind of file you want
to upload as you followed by the steps below.
® Channel: Choose the channel which you want upload files. Also you can choose
different channels to set different upload plan.
® Upload type: Including “Norm” “Event” “Main” “Sub stream” four kinds of upload type.
® Video: In “Norm” type device will keep upload the video file all the time as long as
recording keep going. In “Event” type device will only upload video files as plan that you set
in alarm trigger process. “Main” and “Sub stream” means you can choose which the record
file type you want to upload.

®  Picture: Same as the video configuration. It has “Norm.” and “Even” type of upload.

After the operation is finished, click the Save button to save the configuration.

4.9.4.3 SNMP

Simple Network Management Protocol (SNMP) is an Internet-standard protocol for collecting and
organizing information about managed devices on IP networks and for modifying that
information to change device behavior.
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Click on the " Network — Advanced - SNMP "into the SNMP configuration interface. There are 3
versions in SNMP. V1/V2 are shown in figure 4-121.

Network > Advanced > SNMP

Advanced

Figure 4-121 SNMP-V1/V2
V3 is shown in figure 4-122.

Network > Advanced > SNMP

Advanced

Figure 4-122 SNMP-V3

4.9.4.4 Multicast

In computer networking, multicast (one-to-many or many-to-many distribution) is group
communication where information is addressed to a group of destination computers

simultaneously.
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Click on the "Network — Advanced - Multicast "into the Multicast configuration interface, set the
Multicast IP and Multicast port within the required range. If different source devices want to
apply the multicast, the multicast IP should be DIFFERENT. In the last, enable the function and
apply. As shown in figure 4-123.

Network > Advanced > Multicast

Multicast

Advanced

Figure 4-123 Multicast

4.9.5 Transfer

4.9.5.1 UPNP

UPnP is a networking standard that uses protocols on the Internet to allow electronic devices
connected to a network to detect and identify each other.

Click on " Network — Transfer - UPNP "Into the graphical interface. This page can set up Media

Port, HTTP Port and Handset Port. Check UPNP Is enabled, the external port can automatically
obtain and use.
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Network > Transfer > UPNP

Transfer

Figure 4-124 UPNP Setting

4.9.5.2 DDNS

DDNS is a service that can be used to automatically update DNS records if client PCs get their IP
settings from a DHCP Server. If DDNS function is enabled on NVR, you can access the NVR by
domain name provided by Internet Service Provider (ISP) provider.

Prior registration with your ISP is required before configuring the system to use DDNS.

Click on " Network - Transfer - DDNS "Into the graphical interface.

Network > Transfer > DDNS

Transfer

Figure 4-125 DDNS Setting
® Enable: DDNS enabling switch.
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® DDNS Type: ISP of DDNS, including Oray DDNS, CN99 DDNS, DynDNS DDNS, NO-IP
DDNS. This option can be customized according to the requirement of users.

® Domain name: Fill in the domain name provided by ISP.

® User name/Password: Fill in the username and password input correspond to the
domain name.

4.9.6 Wireless

4.9.6.1 3G/4G

Click on click on " Network — Wireless -3G/4G "Into the graphical interface. This page can be set
3G/4G Function, Status, 3G/4G Signal types, and Access point, Dial- number, User Name,
Password, and 3G/4G IP Addresses. You need to prepare a 3G/4G network Data Card and
connect to the USB connector of the NVR. The User name and Password need to be supplied by
your ISP.

Network > Wireless > 3G/4G

Wireless

Figure 4-126 3G/4G Setting

4.9.6.2 WIFI

Click on " Network — Wireless - WIFI" Into the WIFI setting interface. This interface will display
the search to WIFI Name, signal strength and encryption. You need to prepare a WIFl and
connect to the USB connector of the NVR.
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Network > Wireless > WIFI

Wireless

Figure 4-127 WIFI Setting
® Enable: WIFI Enabling switch
® DHCP: Automatically obtain the IP Addresses and gateways.

4.10 Backup

Click the backup button, enter the backup interface.
® Detect: Detect the USB flash disk device you have access to the NVR.
® Format: Format the USB device.

4.10.1 General

4.10.1.1 Video backup

Click on "Backup ->General -> Video" into the graphical interface.
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Backup > General > Video

General

- °
- °
- °
- °
@ °
- °
@ °
- o
- °
- °
- °

Figure 4-128 Backup General Video File

How to back up the record:

1. Chose the record channel;

2. Chose the video file type, including “All Record”, “Event Record”, “Timing Record”,
“Manual Record” four types. And DAV/AVI two file formats.

3. Set the period you want check, and click on the search button. And search results
column shows on the middle area. On this area you should chose the serial number of
the backup file you need.

4. Check on the “Require/Remain” bar, make sure the required space smaller than your
USB device. And click start button to start backup.

Note:
»  The file status marked red as search result shows is the file you locked in the playback
interface. In case the file that you’re interesting covered by new files.

4.10.1.2 Picture

Click on "Backup ->General ->Picture" into the graphical interface.
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Backup > General > Picture

Picture

General

1 © 0 0 000 00 ©0 0 0

Figure 4-129 Backup Pictures
The operation of backup pictures is the same as videos, please refer to the previous part.

4.10.2 Event

Click on "Backup -> Event-> Video "into the graphical interface.

Backup > Event > Event

°
o
o
o
°
°
°
°
°
°
°

Figure 4-130 Backup Event Video File
This page you can check the event video, and there are three event types, include ‘Alarm input’,
‘Motion detect’, ‘Intelligent detection’, ‘Diagnosis’, ‘ANR’. And ‘Intelligent detection’ contains
eleven sub types ‘Line Crossing’, ‘Area Intrusion’, ‘Region Entrance’, ‘Region Exiting’, ‘Fast
Moving’, ‘Unattended Object’, ‘Face Detection’, ‘Loitering Detection’, ‘Parking Detection’ and
‘People Gathering Detection’, ‘Diagnosis’ contains five sub types ‘Blurred detection’, ‘Scene
change detection’, ‘Audioinput abnormally’, ‘Abrupt Audio-Raise’, ‘Abrupt Audio-drop’.
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1. Setsearch period, and channels you’re interesting.

2. Click on the button of search. And search results will be shown on the middle area.
On this area you should chose the serial number of the backup file you need. And
DAV/AVI two file formats.

3.  Check on the “Require/Remain” bar, make sure the required space smaller than
your USB device. And click start button to start backup.

4.7 Shutdown

Click Shutdown, as shown in the figure.

Shutdown

Shutdown

Shutdown

ch user

Cancel

Figure 4-131 Shutdown
Shutdown: Exit system, and then shut down device.
Restart: Exit system, then restart device.
Log out: Password is needed to re-enter the menu after logout.
Switch user: Switch the user and use another account to login.

111



Chapter 5 WEB Application
Manager

5.1 Plug-in download and installation

1. Open your web browser and input the IP address of NVR, such as http://192.168.1.9
(the default IP address), if your IP address has been changed, you can use the new IP
address, and press the Enter key to enter the login interface.

2. Ifitisthe first time to login, it will notice you to install the plug-in, you can find it either
in CD or download from web site, as shown in the figure 5-1.

- o
Q @ hitp://192.168.6.28/index.htr P~ T | 3192168628

English ¥

FEGTEFRE 192.168.6.28 & VPlugin.exe (1.43 MB) 13?7 EFR) &FS |v| O
<

Figure 5-1 Install the Plug-in

5.2 Web Application Manager Login

1. After plug-in installation, please input the user name and password (The default
username is admin and the password is empty), and select language in the interface,
shown as figure 5-2.

Click on login button to go to web preview interface.

If you enable the “Save Password”, your password and user name will be remembered
when the next time you login.

112


http://192.168.1.9/

o @ http//192.168.6.28/index htm

P~ ¢ || @192168628

i English v |

admin

00000000

AR e I LN AN S = . GO N ' Y

B s e 7~ = | |

Figure 5-2 Login Interface

5.3 Preview

After your login successfully, you will enter the preview interface, as show in figure 5-3.

© http://192.168.6.28/pre P~ G| 192168628

Preview # admin

p.

© Logout

PTZ control

Playback

Step(1~8): 5]
zoom
focus [
s &

Coaxial Control L

Ci
< BB S @ W W 192168628-1-3352kbps-M

e 828 >

Figure 5-3 Preview Interface

No. Items Function Description

1 Function Tab Main Menu Includes preview, playback, Alarm, Config and Logout.

2 Preview The connection channel of NVR.

channels

3 Device channels | You can open the preview channel in main/sub stream and close
the preview channel.

4 Video control ® Open ALL(Main): Open all the preview channels in main

stream
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® Open ALL(Sub): Open all the preview channels in sub stream
® (Close All: Close all the preview channels.

5 Windows ® Enable dynamic tracking.

division ® Full screen button enables.
® Split-screen switch button, it can be adjusted to preview in
1/4/5/6/8/9/13/16/20/25/36 channels.
6 Coaxial control | Control analog cameras by UTC function.
7 PTZ control Control PTZ directions, add preset and tour etc.

Table 5-1 Function Description of preview area

After login the NVR, you can choose a channel and preview the channel in real time.

Preview Playback Application Alarm A admin @ Logout

& cAM 1-Network
& CAM 2-Network
&% CAM 3-Network
& CAM 4-Network
& CAM 5-Network
& CAM 6-Network
& CAM 7-Network
& CAM 8-Network
& CAM 9-Network
&8 CAM 10-Netw...
& CAM 11-Netw...
& CAM 12-Netw...
& CAM 13-Netw...
& CAM 14-Netw...
% CAM 15-Netw...
& CAM 16-Netw...
& CAM 17-Netw...
&% CAM 18-Netw...
& CAM 19-Netw...
& CAM 20-Netw...
& CAM 21-Netw...
S CAM 22-Netw...

PTZ control

;\;! 2 o ‘ 201950517 11:43:02
{ \ ol 2
H

SN

ZOOMXO

G
LR EBE B < ER S @ W W 1921684182 6- 4657 kbps - M

< J0 - B - JO SO O S - T - - JE - S - SO S T -

Figure 5-4 Channel Preview Interface

Items Function Description

E Capture a picture and save it in the picture path you have set before.
Capture

u Record a video and click it again to stop recording, and save it in the record
Record path you have set before.

—m . . Turn On/Off the audio.
Listening

/n Stop Click the Ebutton to open the preview channel ,and cIickn to close it.

—E Multicast By enable this button the current streaming of web browser is coming from
multicast of device.

u Talk with device or an IP channel of device.
Talk

Enable the dynamic tracking for the current one channel.
Dynamic

tracking

Support 4:3 and 16:9 and Original size of view.
size

Table 5-2 function description of preview interface
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5.4 Playback

1. Click the playback button to enter playback interface, show as figure 5-5.

Preview Playback Application Alarm  admin @ Logout

M1 [Fla Vs [Via
Vis Ve v7 v &8
Te Tl ul 12
MasT 14l 15T 18
Mazl 18 191 20
T2 227 231 24
[T 25 26 277 28
Ta29 30 31 32
T ssT 34 351 36

May 2018

Figure 5-5 Playback Interface

It supports 4 channels playback at the same time, it displays the intraday videos of 1/2/3/4
channel by default. On this page, you can select the any channel and date you want, and then
click the Search button, it will display the results of your research.
2.  Click the switch button to anther interface, show as in figure 5-6.
Preview Playback Application Alarm O admin @ Logout

00:00:00 = —» 23:59:59 %5 =

a0Bo0BE06n

Start time Type
09:16:20 Time Record
10:00:00 Time Record

11:00:00 Time Record

Start time
End time
4

00:00 01:00 02:00 03:00 04:00 05:00 06:00 07:00 08:00 09:00 10:00 11:00 12:00 13:00 14:00 15:00 16:00 17:00 18:00 19:00 20:00 21:00 22:00 23:00 24:00

2HR l 1HR l 30M . Prev I Next I

Figure 5-6 Switch Playback Interface

Set the start time and end time of the videos you want to see, click the Search button, and then
it will display the matched results. Each video will display its start time and its type, and all the
videos in the same channel will display in chronological order.

115



3. Click the More buttons, you will turn to the interface of setting more parameters, as
show in figure 5-7.

Preview Playback Application Alarm Set  admin @ Logout

Type
Record -

/& All Record

I®1" Event Record
I©1 Manual Record
™1 Time Record

Start
End

time
time
Channel

All Channel

Lo

Stream type

ALL

<

Search

l

Download

Figure 5-7 More Detail Parameters Setting Interface

In this interface, you can set the more detail parameters such as start time, end time, channel,
stream type, the type of records, and click the Search button, and then all matched records will
be listed below. Check the record file you want to download and click the Download button.
System will download the record file in sequence and save to PC. After downloading finishes, the
check box of “Download Completed!” will be pop-up.

5.5 Application

Click the Application button to enter the alarm setting interface, shown as in the figure 5-8.
The feature is used to show the crossing line statistics result and export it as excel file.
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Preview Playback Application Alarm  admin @ Logout

Crossing line statistics

Query conditions Statistics result T rolyline chart Histogram | Export |
Channel
T-Network j Statistics time Enter the number of people
Report form type 00:00-01:00 0 =
Daily report | 01:00-02:00 0
. 02:00-03:00 0
Statistics type
Enter the number of people j 03:00-04:00 0
04:00-05:00 0
Start time
05:00-06:00 0
[2019-05-17
06:00-07:00 0
Statistics 07-00-08:00 :
08:00-09:00 0
05:00-10:00 0
10:00-11:00 1"
11:00-12:00 160
12:00-13:00 0
13:00-14:00 0
14:00-15:00 0
15:00-16:00 0
i 5 16:00-17:00 0 =

Figure 5-8 Application

5.6 Alarm

Click the alarm button to enter the alarm setting interface, shown as in the figure 5-9.

- x
e @ http://192.168.6.28/Alarm html £-¢] @192168628
Preview Playback Alarm # admin @ Logout
[¥] Listen Alarm ~
Alarm Type
[ Alarm in [J m™otion Detect [ video shelter [ video lost
[ pisk Full [ pisk Error [0 Mo writable Disk [ Network Disconnection
[ 1P conflict [ Smart [] SMART
Operation
[ Local Snapshot [ open video [ Play Alarm Audio
| rme | oevkename | sbmnpe | cumeine | obkre |
v

Figure 5-9 Alarm Setting interface

After checking Listen Alarm box, and select the alarm type below, when the device trigger the
corresponding alarm, it will display an alarm message to notify you. And link operation will be
active.

® Message: Auto jump to this page when alarm triggered.

® Local captures: Auto-grab screenshots of alarm channel.

® Open the video: Opens the channel automatically which trigger the alarm.

® Play alarm sound: Play sound when alarm triggered.
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5.7 Set

5.7.1 Local Set

Click “Set -> Local Set” to enter the interface, as shown in the figure 5-10.

@ admin @ Logout

"~

Preview Playback Application Alarm Sef

O system
Network Record Size ™ 2s6MB T siams F 168
&%2 Channel Record Path Ci\Users\burning.chen\RecordPath\
Image Remote Path Ci\Users\burning.chen\RemotePatht,
B video audio

Snapshot
igl Event
&£, Face Detection Picture Path CUsers\burning.chen\SnapPath\
[l crossing line statis... Picture Path Ci\Users\burning.chen\PicturePathi,
B storage
3¢ Maintain

Figure 5-10 Dynamic Tracking Setting Interface
® Video record: This config to set the local manual record. Chose Record size to set different
size of record package; and Record path means the path user saved manually; Remote path
means download the recording files and pictures from device side remotely.
® Snapshot: the first Picture path is for set the snapshot pictures path from web local when
preview; The other picture path is for set the picture path from web local when do playback;

5.7.2 System

5.7.2.1 Setting

Click “Set ->System ->Setting” to enter the interface, as shown in the figure 5-11.
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Preview Playback Application LAET Set ® admin © Logout
B LocalSet
T T
O system
. Base Record Channel 64
¢ Time & Date Audio Port /O 11
+ Security Manage
Alarm Port JO 16/4
+ Display settings
. PTZ System V'500.0003.R006.36b2.C0000.8009
* Record state Release Date 2018-12-22 11:59:50
+ Reminder
Web Version V7601
@ Network
Plugin Version vPlug-IW V6.1.0.21
&% Channel
Update firmware version This is the latest version!
Image
B video audic
i@ Event
‘3‘ Face Detection
il crossing line statis... =
B storage
x Maintain
= =l

Figure 5-11 Version Information of NVR

It displays the MAC address of NVR, channel numbers, the number of audio input and output,
the number of alarm input and output, system version, the release date of software version. And,

the new FW version can be detected from cloud upgrade server by click the Refresh button.

5.6.2.2 Base

Click “Set ->System ->Base” to enter the interface, as shown in the figure 5-12.

Preview Playback Application Alarm Set @ admin © Logout

B LocalSet
@ system Language English =

+ Satting Device No. e

+ Time & Date Auto logout 10

* Security Manage ¥ Boot wizard

« Display settings  Smart display

. PTZ

[~ Smart tracking display
* Record state
Preview strategy Real-time priority -

* Reminder
@ Network
&2, Channel
Image
B Video audio
igl Event
"8 Face Detection
il crossing line statis...
B storage
¥ Maintain &

=l N

Figure 5-12 Base
In this interface, all the parameters effect on device side. User can set language of device and the
video standard into NTSC or PAL; and host name /device No. with remote control. All the

functional same on the GUI of device side. Please refer to the 4.3.6.1 section.
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5.6.2.3 Time Date

Click “Set ->System ->Time Date” to enter the interface, as shown in the figure 5-12.

B LocalSet
o System
« Setting

« Security Manage
* Display settings
* PTZ
* Record state
* Reminder

& Network

;!3 Channel

Image

B Video audio

M8 Event
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itfl crossing line statis...

B Storage

3% Maintain
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Playback
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Save Refresh

Figure 5-12 Time Date
System time: to set device system time and date.
DST: Set the DST;
NTP: Set the time server based on Network Time Protocol.

5.6.2.4 Security Manage

Click “Set ->System ->Security Manage” to enter the interface, as shown in the figure 5-13 to 5-

15. There are Account settings/Access Control/Online User manage.

Preview

Playback

Application

Alarm

A admin

© Logout

B Localset

o System
 Setting
* Base

* Time & Date

« Security Manage

« Display settings
- PTZ
« Record state

* Reminder
& Network
&2, Channel
Image
B video audio
.ﬁ Event
"8 Face Detection
{tfl crossing line statis...

B storage

3¢ Maintain

Account Access Control

Group
admin
user

default

Online User

User Name
admin(Reuseable)
guest{Reuseable)}

default

Modify Password|  Delete User

Add Group ‘ | Add User ‘ | Medify group

Delete Group

2B

Figure 5-13 Account
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Please refer to the chapter 4.3.7.1. It’s the same function as device side.

Preview Playback Application Alarm
B Localset Account  Access Control  Online User i
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Figure 5-14 Access Control

Please refer to the chapter 4.3.7.2. It's the same function as device side.
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Figure 5-15 Online User
Please refer to the chapter 4.3.7.3. It’s the same function as device side.

5.6.2.5 Display settings

Click “Set ->System ->Display settings” to enter the interface, as shown in the figure 5-16 to 5-18.
There are Resolution/Video Setting/Display settings on this interface.
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Figure 5-16 Resolution
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Figure 5-17 Video setting
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Figure 5-18 Display
Please refer to the chapter 4.3.1.2. It’s the same function as device side.

5.6.2.6 PTZ

Click “Set ->System ->PTZ” to enter the interface, as shown in the figure 5-19.
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Figure 5-19 PTZ
Please refer to the chapter 4.3.1.6. It’s the same function as device side.

5.6.2.7 Record state

Click “Set ->System ->Record state” to enter the interface, as shown in the figure 5-20.
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Figure 5-20 Record state
On this page you can check all the channels record status, open or stop; stream type, frame/bite
rate of channels stream; main/sub resolution of each channel; and whether open the
redundancy function or not. Same as the chapter 4.4.1.4 on device.

5.6.2.8 Reminder

Click “Set ->System ->Reminder” to enter the interface, In the interface the user can set the time
interval between two patrol checks and the time period for cloth removal. When patrol detection
occurs, the system will jump out of a pop-up window, Click OK, the patrol will be detected
successful. Otherwise, it will fail; the information can be searched in the log message.

You can refer to the device GUI on chapter 4.3.6.4.

5.7.3 Network

5.7.3.1 General

Click “Set ->Network ->General” to enter the interface, as shown in the figure 5-21 to 5-24.
There are TCP/IP, DDNS, UPNP, Cloud on this interface.

5.7.3.1.1 TCP/IP

On TCP/IP interface, you can configure the following parameters: Network connection type, IP
address, Gateway, DNS, Max users, Network Ports (HTTP/HTTPS/Media/Handset/RTSP).
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Figure 5-21 TCP/IP

5.7.3.1.2 DDNS

On DDNS interface, four different DDNS types are selectable: Oray DDNS, CN99 DDNS, DynDNS
DDNS, NO-IP DDNS.
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Figure 5-22 DDNS

5.7.3.1.3 UPNP

Universal Plug and Play can permit the device seamlessly discover the presence of other network
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devices on the network and establish functional network services for data sharing,
communications, etc. You can use the UPnP function to enable the fast connection of the device
to the WAN via a router without UPNP.

If you want to enable the UPnP function of the device, you must enable the UPnP function of

the router to which your device is connected.
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=l
Figure 5-23 UPNP
5.7.3.1.4 Cloud
On this interface, you can enable P2P connection for remote connection, and there’re three QR
codes for users to download APP or add device to APP.
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Figure 5-24 Cloud

126



5.7.3.2 Advance Option

Click “Set ->Network ->Advance Option” to enter the interface, as shown in the figure 5-25 to 5-
32.
There are FTP, Email, 3G/4G, WIFI, SNMP, Https, Multicast on this interface.

5.7.3.2.1 FTP

How to configure the FTP:

Choose the type of FTP

Click the enable check box

Configure the FTP Server, port username, password, directory and file length
Click save button to save all the settings

Click FTP Test button to confirm whether the setting is effective.

Set the schedule for each channel

No vk wNe

Click OK to save all the settings.

Note:

Up to 2 periods can be configured for each channel. And the time periods can’t be overlapped
each other.
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Figure 5-25 FTP
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5.7.3.2.2 Email
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Figure 5-26 Email
Before you configure these parameters, you need to click Enable button, Then set the relevant
parameters, including SMTP server, port, username, password, the email address of sender and
receiver. Click Save to save all the settings, Click MailTest button to confirm whether the setting
is effective.
® SMTP Server: The SMTP Server IP address or host name (e.g.smtp.263.net).
Port: The SMTP port. The default TCP/IP port for SMTP is 25.

5.7.3.2.3 3G/4G

This page can set 3G Function, Status, 3G Signal types, and Access point, Dial- number, User
Name, Password, and 3G IP Addresses. You need to prepare a 3G/4G network Data Card and
connect to the USB connector of the NVR. The User name and Password need to be supplied by
your ISP.
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Figure 5-27 3G/4G

5.7.3.2.4 WIFI

This interface will display the search to WIFI Name, signal strength and encryption. You need to
prepare a WIFI and connect to the USB connector of the NVR.

® Enable: WIFI Enabling switch

® DHCP: Automatically obtain the IP Addresses and gateways.
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Figure 5-28 WIFI
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5.7.3.2.5 SNMP

V1/V2 is basic encryption method, V3 is advanced one with more complicated encryption.
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Figure 5-29 SNMP

5.7.3.2.6 HTTPS

HTTPS provides authentication of the web site and associated web server that one is
communicating with, which protects against Man-in-the-middle attacks. Perform the following
steps to set the port number of https.

Note:

The HTTPS can be only configured through the web browser.

Step 1 Create Private certificate or a certificate request and install the signed certificate.
OPTION 1: Create Private certificate

1) Click the Create button to create the following dialog box.

2) Enter the country, Domain name/IP, validity and other information.

3) Click OK to save the settings.

OPTION 2: Create a certificate request and install the signed certificate.

1) Click the Create button to create the certificate request.

2) Download the certificate request and submit it to the trusted certificate authority for

signature.

4) After receiving the signed valid certificate, import the certificate to the device.
Step 2 There will be the certificate information after you successfully create and install the

certificate.
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Installed certificates C=CMN H/IP=192.168.4.97 Download ” Delete

Owner C=CN,H/IP=192.168.4.97
ATTR Issuer C=CMNH/P=192.152.497
Validity period 2019-01-17 13:44:40 ~ 2019-02-16 21:44:40

Figure 5-30 Installed Certificate Property
Step 3 Check the checkbox to enable the HTTPS function.
Step 4 Click the Save button to save the settings.
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Figure 5-31 HTTPS

5.7.3.2.7 Multicast

set the Multicast IP and Multicast port within the required range. If different source devices want
to apply the multicast, the multicast IP should be DIFFERENT. In the last, enable the function and

apply.
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Figure 5-32 Multicast

5.7.4 Channel

5.7.4.1 Digital Channel

Click “Set ->Channel ->Digital Channel” to enter the interface, you can search the IPC here and
set their parameters, including IP address, port, username/password, protocol, syn channel time
switch, connection type and login in their website by clicking agency address, shown as Figure 5-
33.
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Figure 5-33 Digital Channel
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5.7.4.2 Channel status

You can check each channel’s status, shown as Figure 5-34.
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Figure 5-34 Channel status

5.7.5 Image

5.7.5.1 Image Configuration

Click “Set ->Image ->Image Configuration” to enter the interface, as shown in the figure 5-35.

1. Select a channel and then set the relevant parameters;

2. If you want to configure the same parameters to another channel, click the Copy button and
select any channel you want;
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Figure 5-35 Image Configuration

5.7.5.2 Region Splice

Click “Set ->Image ->Region Splice” to enter the interface, as shown in the figure 5-36. You can
configure the four-sided privacy mask zones that cannot be viewed or recorded by the operator.
Step 1 Select the camera to set privacy mask.

Step 2 Check the checkbox of Enable to enable this function.

Step 3 Use the mouse to draw a zone on the window.

Step 4 The configured privacy mask zones on the window can be cleared by clicking the zone and
then clicking Delete, or click Clear to clear all zones.

Step 5 Click the Save button to save the settings.
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Figure 5-36 Region Splice

5.7.6 Video audio

5.7.6.1 Video Setting

Click “Set ->Video audio ->Video Setting” to enter the interface, as shown in the figure 5-37.
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Figure 5-37 Video Setting

5.7.6.2 Volume Set

Click “Set ->Video audio ->Volume Set” to enter the interface, as shown in the figure 5-38.
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Figure 5-38 Volume Set

5.7.6.3 OSD Setting

Click “Set ->Video audio ->OSD Setting” to enter the interface, as shown in the figure 5-39.
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Figure 5-39 OSD Setting

5.7.7 Event

5.7.7.1 Basic Event

5.7.7.1.1 Motion detection

Click “Set ->Event ->Basic Event ->Motion detection” to enter the interface, as shown in the
figure 5-40.
® Region: Hold the mouse and drag to set the alarm area.
® Sensitivity: Change the sensitivity of the motion detection. The higher the sensitivity,
the easier to trigger alarm.
® Channel: Can be set for each channel.
® Enable: Motion detection-enabled switch.
® Arming Schedule: Set the alarm time.
® Action: Include alarm output, show message, buzzer, send Emails, alarm recording, PTZ
Act and tour.
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Figure 5-40 Motion detection

5.7.7.1.2 Video shelter

Click “Set ->Event ->Basic Event ->Video shelter” to enter the interface, as shown in the figure 5-

41.
[ ]

Sensitivity: Change the sensitivity of the Video shelter. The higher the sensitivity, the

easier to trigger alarm.

Channel: Can be set for each channel.
Enable: Video shelter-enabled switch.
Arming Schedule: Set the alarm time.
Action: Include alarm output, show message, buzzer, send Emails, alarm recording, PTZ

Act and tour.
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Figure 5-41 Video shelter
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5.7.7.1.3 Video lost

Click “Set ->Event ->Basic Event ->Video lost” to enter the interface, as shown in the figure 5-42.
® Channel: Can be set for each channel.
® Enable: Video lost -enabled switch.
® Arming Schedule: Set the alarm time.
® Action: Include alarm output, show message, buzzer, send Emails, alarm recording, PTZ
Act and tour.
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Figure 5-42 Video lost

5.7.7.1.4 System Alert

Click “Set ->Event ->Basic Event ->System Alert” to enter the interface, as shown in the figure 5-
43, It is similar with the local abnormality of the NVR. You can set the alarm recording, screen

tips, buzzer alarm, sending Emails, alarm output.
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Figure 5-43 System Alert
® No writable disk: There is no disk or the disk status is not available, such as read-only
disk.

138



® Disk error: The connection between the disk and the device is error, such as the data
lines are broken.

® Disk Full: Alarm when the remaining space of the hard disk reaches the set value.

® Network Disconnect: Alarm when the network cable is disconnected.

® IP Conflict: Alarm when the IP address is the same as the others.

® S.M.A.R.T: To detect the hard disk whether it meets the basic requirements for storage.

5.7.7.2 Alarm

5.7.7.2.1 Alarm In

Click “Set ->Event ->Alarm ->Alarm In” to enter the interface, as shown in the figure 5-44.
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Figure 5-44 Alarm In

5.7.7.2.2 Alarm out

Click “Set ->Event ->Alarm ->Alarm out” to enter the interface, as shown in the figure 5-45.
The Status will change its color according to Type, when Type is Schedule or Stop, the Status will
be in white color; and when Type is Manual, The status will be in red color.
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Figure 5-45 Alarm out

5.7.7.3 Smart Event

5.7.7.3.1 Line Crossing

Click “Set ->Event ->Smart Event ->Line Crossing” to enter the interface, as shown in the figure 5-
46. The settings can be referred to 4.6.1.1 Line Crossing (Page 78). And there’s a checkbox of

‘Dynamic Tracking’, after clicking it there’ll be green frame for motion things in this interface.
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Figure 5-46 Line Crossing

5.7.7.3.2 Area Intrusion

Click “Set ->Event ->Smart Event ->Area Intrusion” to enter the interface, as shown in the figure
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5-47. The settings can be referred to 4.6.1.2 Area Intrusion (Page 80). And there’s a checkbox of

‘Dynamic Tracking’, after clicking it there’ll be green frame for motion things in this interface.
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Figure 5-47 Area Intrusion

5.7.7.3.3 Unattended Object

Click “Set ->Event ->Smart Event ->Unattended Object” to enter the interface. The settings can
be referred to 4.6.1.6 Unattended Object . And there’s a checkbox of ‘Dynamic Tracking’, after
clicking it there’ll be green frame for motion things in this interface.

5.7.7.3.4 Object Missing

Click “Set ->Event ->Smart Event ->Object Missing” to enter the interface. The settings can be
referred to 4.6.1.7 Unattended Object. And there’s a checkbox of ‘Dynamic Tracking’, after
clicking it there’ll be green frame for motion things in this interface.

5.7.7.3.5 Region Entrance

Click “Set ->Event ->Smart Event ->Region Entrance” to enter the interface. The settings can be
referred to 4.6.1.3 Region Entrance. And there’s a checkbox of ‘Dynamic Tracking’, after clicking
it there’ll be green frame for motion things in this interface.
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5.7.7.3.6 Region Exiting

Click “Set ->Event ->Smart Event ->Region Exiting” to enter the interface. The settings can be
referred to 4.6.1.4 Region Entrance. And there’s a checkbox of ‘Dynamic Tracking’, after clicking
it there’ll be green frame for motion things in this interface.

5.7.7.3.7 Fast Moving

Click “Set ->Event ->Smart Event ->Fast Moving” to enter the interface. The settings can be
referred to 4.6.1.5 Fast Moving. And there’s a checkbox of ‘Dynamic Tracking’, after clicking it

there’ll be green frame for motion things in this interface.

5.7.7.3.8 Loitering Detection

Click “Set ->Event ->Smart Event ->Loitering Detection” to enter the interface. The settings can
be referred to 4.6.1.9 Loitering Detection. And there’s a checkbox of ‘Dynamic Tracking’, after

clicking it there’ll be green frame for motion things in this interface.

5.7.7.3.9 People Gathering Detection

Click “Set ->Event ->Smart Event ->People Gathering Detection” to enter the interface. The
settings can be referred to 4.6.1.11 People Gathering Detection. And there’s a checkbox of
‘Dynamic Tracking’, after clicking it there’ll be green frame for motion things in this interface.

5.7.7.3.10 Parking Detection

Click “Set ->Event ->Smart Event ->Parking Detection” to enter the interface. The settings can be
referred to 4.6.1.10 Parking Detection. And there’s a checkbox of ‘Dynamic Tracking’, after

clicking it there’ll be green frame for motion things in this interface.

5.7.7.3.11 Blurred detection

Click “Set ->Event ->Smart Event ->Blurred detection” to enter the interface. The settings can be
referred to 4.6.2.1.1 Blured Detection.
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5.7.7.3.12 Scene change detection

Click “Set ->Event ->Smart Event ->Scene change detection” to enter the interface. The settings
can be referred to 4.6.2.1.2 Scene change Detection

5.7.7.3.13 Audio exception detection

Click “Set ->Event ->Smart Event ->Audio exception detection” to enter the interface. The
settings can be referred to 4.6.2.2 Audio exception Detection

5.7.8 Face Detection

5.6.8.1 Base

Click “Set ->Face Detection ->Base” to enter the interface. The settings can be referred to
4.6.1.8 Face Detection. And there’s a checkbox of ‘Dynamic Tracking’, after clicking it there’ll
be green frame for motion things in this interface.

5.7.9 Crossing line statistics

Click “Set ->Crossing line statistics” to enter the interface. The settings can be referred to
4.6.3 Crossing line statistics.
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Figure 5-48 Crossing line statistics
There’re four icons on the left side:

: Draw a line.

: Change the direction of this line.

: Delete the line.

o| & (1] [N

: Clear the in/out data.

5.7.10 Storage
5.7.10.1 Record And Snap

5.7.10.1.1 Record

Click “Set ->Storage ->Record And Snap ->Record” to enter the interface, as shown in figure 5-49.
The parameters should be consistent with NVR local setting. Green lines stand for normal record,
yellow lines stand for basic event and smart event, and red lines stands for I/O trigger record.
® Channel: Choose the channel you want to set record parameters.
Main Stream: Enable Main Stream for this channel.
Sub Stream: Enable Sub Stream for this channel.
Pre-record: Set the pre-record time for each channel.
Record Control: Three kinds of video control such as schedule, manual and stop.
How to configure Record Schedule:

=

You can choose the day to which you want to set schedule, click the set button on the
right.

2. If you want to delete one day’s Standard record, you can select Standard firstly and
then click Delete button on the right hand side.

3. To set time period for each day, please click Set button on the right hand side, as shown
in figure 5-54.
Click Ok to save all the settings.

5. Repeat the above edit schedule steps to schedule recording for other days in the week.
If the schedule can also be applied to other days, you can choose other weekdays to be
copied.

6. If you want to copy the schedule setting to other channels, please click Copy button.

Note:

»  Up to 6 periods can be configured for each day. And the time periods can’t be
overlapped each other.
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5.7.10.1.2 Record Control

Click “Set ->Storage ->Record And Snap ->Record Control” to enter the interface, as shown in
figure 5-51. You can quickly set the record control mode for each channel. It is similar to the NVR
local settings.
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Figure 5-51 Record Control

5.7.10.2 Storage Manage

5.7.10.2.1 Storage Manage

Click “Set ->Storage ->Storage Manage ->Storage mange” to enter the interface, as shown in
figure 5-52. It is similar to the NVR local settings, and this page shows the status of device‘s hard
disk. You can set the state of the hard disk read and write. You can decide whether or not to

sleep hard disk after a few minutes. In addition, you can also format or delete the hard disk.
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5.7.10.2.2 Cloud Storage
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Click “Set ->Storage ->Storage Manage ->Cloud Storage” to enter the interface, as shown in

figure 5-53. It is similar to the NVR local settings, and You can set the Cloud Storage to upload

your videos and picture recorded by your cameras.
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5.7.10.3 Advanced

5.7.10.3.1 Advanced

Click “Set ->Storage ->Advanced ->Advanced” to enter the interface, as shown in figure 5-54. This
page you can switch the hard disk's storage mode, including the “Group”, “Quota(Capacity)”,
“Quota(Time)”. Your device will restart when you switch the mode.
® Group mode: You can select several channels attached to a disk group. Then their
videos will be recorded in the group.
® Quota(Capacity): You can save videos or pictures for each channel that does not
exceed the total volume of space.
® Quota(Time): You can save videos or pictures for each channel that does not exceed

the Record Quota days you set.
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Figure 5-54 Advanced

5.7.10.3.2 S.M.A.R.T

Click “Set ->Storage ->Advanced ->S5.M.A.R.T” to enter the interface, as shown in figure 5-55.
It is used to detect the hard disk status.

® NO.: Access the hard disk serial number.

® Status: Can display the self-test progress in real time. And there will be a test result

showing that the hard disk is “Passed "Or" Failed ".

® Last test time: A recent self testing time on the hard disk.

® Temperature: Display the hard disk temperature in real time.

® Life time: The time hours that your hard disk have been used for.
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5.7.11 Maintain

5.7.11.1 Reboot Setting

Click “Set ->Maintain ->Reboot Setting” to enter the interface, as shown in figure 5-56. It is

similar with the NVR local settings. You can set the time for automatic restart of the NVR.
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Figure 5-56 Reboot Setting

5.7.11.2 Default Setting

Click “Set ->Maintain ->Default Setting” to enter the interface, as shown in figure 5-57.
1. Click on the checkbox of those item you want to restore, and click the Default button, then
all the configurations of the selected item will restore to the default value.
Note:
» If Network has been chosen in the list, the IP address is also restored to the default
IP address, please be careful for this action.
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Figure 5-57 Default Setting

5.7.11.3 Export Import

Click “Set ->Maintain ->Export Import” to enter the interface, as shown in figure 5-58. In this

interface you can export or import device’s setting.
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5.7.11.4 Upgrade

Click “Set ->Maintain ->Upgrade” to enter the interface, as shown in figure 5-59.
1. Select the upgrade file from local.
2. Click the upgrade, the device will automatically reboot in remote.
Note:
» In general, the extension of the upgrade file is ***.upf.
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Figure 5-59 Upgrade

5.7.11.5 Log

Click “Set ->Maintain ->Log” to enter the interface, as shown in figure 5-60.

1. Setthe log search conditions to refine your search, including the Start Time, End Time
and Type.

2. Click the Search button to start search log files, the matched log files will be displayed
on the list shown below

® Backup: Back up all log files to the local PC.

® Clear: Clear all log files.

®  Filter: You can select the filter items to save the log files, the max number of logs is

4096, when the number of log is beyond 4096, “log full coverage “or “stop” are for choice.
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Chapter 6 P2P

6.1 Login by username

Web -Remote management of equipment in another way is through P2P Connection access.
Open the web browser and input the http://web.qvcloud.net, and press the Enter key to enter

the login interface.

By user By device

Figure 6-1 Main Interface of P2P

6.1.1 Register

Click on the "register" button to enter the graphical interface, input your registration information

to register. It will show a success message, and then you can login with your account.
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Figure 6-2 Register

6.1.2 My device

This page displays the name and the connection status of have added devices. You can refresh

the device status and login in a device manually.
After you add a device, according to prompts you can click Add device, shown as an IP Interface

address connection, specific operations see section.
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Devica Name Clowd ID. ® share to Period of validity ‘Sharing authority Status Access Device Modify Device.
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Figure 6-3 Main Interface of P2P after Login

6.1.3 Device Manage

It is empty for the first time when using video surveillance list. Click the Add button and enter the
device ID, device name, account number and then select Add channel.
You can modify and delete the devices that have been added.
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Figure 6-4 Device Manager of P2P

6.1.4 User Info

You can change the password on this page.

Figure 6-5 User Info of P2P

6.1.5 Logout

Click the Logout button.

Figure 6-6 Logout P2P

6.2 Login by Cloud ID

By cloud ID is another way to achieve P2P connections.
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By user By device

Figure 6-7 Login by Cloud ID of NVR
Type device for the cloud ID and account, click Log into the graphical interface.
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Figure 6-8 Main Interface After Login by Cloud ID of NVR
Note:

»  After login by cloud ID successfully, the interface are the same as you login by IP
address and the operations also. Please refer to IP address connection parts.

Thank you for reading, if you have any problem, please contact us, thank you.
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